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Abstract

The quantum Haar random oracle model is an idealized model where every party has access
to a single Haar random unitary and its inverse. We construct strong pseudorandom unitaries
in the quantum Haar random oracle model. This strictly improves upon prior works who
either only prove the existence of pseudorandom unitaries in the inverseless quantum Haar
random oracle model [Ananth, Bostanci, Gulati, Lin, EUROCRYPT 2025] or prove the existence
of a weaker notion (implied by strong pseudorandom unitaries) in the quantum Haar random
oracle model [Hhan, Yamada, 2024]. Our results also present a viable approach for building
quantum pseudorandomness from random quantum circuits and analyzing pseudorandom
objects in nature.
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1 Introduction

Pseudorandom unitaries [JLS18] (PRUs) are efficiently computable unitaries that satisfy the fol-
lowing property: any quantum polynomial time adversary cannot distinguish whether it has or-
acle access to a PRU or a unitary sampled from the Haar measure. They generalize the notion
of t-unitary designs, wherein the number of oracle adversarial queries is upper bounded by t al-
though there are no restrictions on the computational power of the adversary. Both t-designs and
pseudorandom unitaries have played a vital role in quantum information science and its interplay
with other areas. Notably, they have applications to black-hole physics, quantum benchmarking,
lower bounds on space complexity in learning theory and finally, in cryptography:.

Exploring the design of quantum pseudorandom primitives has been an ongoing active re-
search direction. Kretschmer’s [Kre21; KOST23] work suggests one-way functions might plau-
sibly be a stronger assumption than PRUs. This opens the door of basing pseudorandom uni-
taries on weaker assumptions than one-way functions. Despite this oracle separation, actually
building PRUs from one-way functions has proven a challenging problem. It was only last year
that a series of works [LQOS+24; AGKL24; MPSY24; ABF+24], culminating in the work of Ma and
Huang [MH?25], were able to finally establish the feasibility of PRUs from classical cryptographic
assumptions. In particular, the concurrent works by [MPSY24; ABF+24] designed selectively se-
cure PRUs from one-way functions and the subsequent work by [MH25] achieved the stronger
adaptive security under the same assumption.

In addition to studying the relation between classical cryptography and quantum pseudo-
randomness, there have been two other lines of works attempting to study the properties of
pseudo-random unitaries. The first line of work [BHHP25] posits a concrete quantum assumption
that gives rise to PRUS, but is plausibly weaker than one-way functions.! However, these kinds
assumptions are yet to be tested and not considered standard by the community at the moment.
Another line of work studies properties of pseudorandom unitaries in idealized models. One such
idealized model that has recently been garnering some interest [BFV20; CM24; ABGL25c; HY?24] is
the quantum Haar random oracle model (QHROM). In this model, which is a quantum analogue
of the classical random oracle model, all the parties have oracle access to U, U*, where U is drawn
from the Haar measure. This model can especially come in handy when analyzing cryptographic
constructions from random circuits. Our work is geared towards understanding the feasibility of
pseudorandom unitaries in the quantum Haar random oracle model.

Haar Random Oracle Model: Prior Work. The question of investigating the possibility of quan-
tum pseudorandomness in QHROM was first initiated by Bouland, Fefferman and Vazirani [BFV20],
who proposed the construction of pseudorandom state generators® without proof in QHROM. Re-
cently, two independent and concurrent works [HY24; ABGL25c] made further progress and pre-
sented provably secure constructions of quantum pseudorandom primitives in QHROM. Hhan

1We note that in a later version of [BHHDP25], the claim regarding the existence of PRUs under their proposed
assumption was retracted; at present, the existence of PRUs under their assumption is currently only conjectured.

2Informally speaking, pseudorandom states (PRS) [JLS18] are efficiently computable states that are computationally
indistinguishable from Haar random states. Importantly, the computational indistinguishability should hold even if
the adversary receives many copies of the state. The existence of PRS is implied by the existence of pseudorandom
unitaries.



and Yamada [HY?24] showed that pseudorandom function-like state generators3 [AQY22] exist in
QHROM. Ananth, Bostanci, Gulati and, Lin [ABGL25c] showed that pseudorandom unitaries ex-
istence in a weaker variant of QHROM, referred to as inverseless quantum Haar random oracle
model IQHROM). In this variant, all the parties receive oracle access to only the Haar unitary U
(but not its inverse). These works have left a big gap in our understanding on the existence of
pseudorandom unitaries in QHROM. A priori it should not even be clear whether pseudorandom
unitaries exist in QHROM (i.e., with inverses). [ABGL25c] showed that in the inverseless QHROM
setting, any PRU construction making one parallel query to the Haar unitary is insecure. They also
provided a matching upper bound and showed that two sequential queries suffice. In contrast,
the minimum number of parallel queries needed for the existence of PRU in QHROM has not been
established so far.

Why study the QHROM? Every cryptographic model should be subjected to scrutiny and the
QHROM is no different. A potential criticism of the QHROM is that constructions proven secure
in the QHROM often offer little to no security guarantees when these constructions are realized
in the real world. It is important to note that this line of skepticism is not new and is often used
to attack the classical random oracle model. While this does suggest that we need to often exer-
cise care when using the QHROM, or its predecessor the classical random oracle model, to justify
the security of cryptographic constructions, these models still offer useful insights into proper-
ties of heuristic constructions which we otherwise do not have the tools to analyze. Let us take
some concrete examples. Random circuits, which are circuits composed of 1-qubit and 2-qubit
Haar unitaries, are popularly used in quantum benchmarking and for quantum advantage exper-
iments [BIS+18; BENV19; Mov19]. While for deep enough circuits, they are commonly supposed
to be indistinguishable from Haar random unitaries, it is often not clear how to reduce the secu-
rity of cryptographic constructions using random circuits to concrete cryptographic assumptions.
Another example is the modeling of physical processes such as black-hole dynamics. A long line
of works have posited that black-holes possess information scrambling and thermalization prop-
erties similar to Haar random unitaries, but an exact formulation of black-hole dynamics has yet
to be found. These kinds of situations, where scientists suspect that objects posses random-like
features, but lack a complete model, are well suited to analysis in the QHROM.

Another reason to study the QHROM model is that, perhaps surprisingly, of its implications
to the plain model. [ABGL25c], leveraged the result of PRU in the inverseless QHROM, to show
that any PRU can be transformed into one where the key length is much shorter than the output
length. To put this result in context, there have been a few works in the past that have explored
the tradeoff between the output length and the key size of quantum pseudorandom primitives.
Gunn, Ju, Ma and Zhandry [GJMZ23] showed that the existence of any (multi-copy) pseudoran-
dom state generator implies the existence of a pseudorandom state generator where the output
length is strictly longer than the key size, as long as the adversary receives only one copy of the
state. Extending this result to achieve a transformation that preserves the number of copies is an
interesting open question. Recently, Levy and Vidick [LV24] achieved some limited results in this
direction but fell short of resolving the question. On the other hand, [ABGL25c] showed that in
the context of forward-only pseudorandom unitaries, such a transformation — that is, generically

3Pseudorandom function-like states (PRFS) [AGKI.24], a generalization of pseudorandom states, allows for gener-
ation of many pseudorandom states, each indexed by a binary string, using the same key. The existence of PRFS is
implied by the existence of pseudorandom unitaries.



transforming a multi-query PRU into a PRU with short keys — is indeed possible.

Our Work. The overarching theme of our work and related works is to address the following
question: What are the cryptographic implications of the quantum Haar random oracle model? This in-
cludes constructing useful cryptography, such as PRUs, in the QHROM, but also adopting insights
from studying the QRHOM to get novel results in the plain model.

In this work, we construct strong pseudo-random unitaries in the QHROM.

Theorem 1.1 (PRUs in the QHROM). Strong pseudo-random unitaries exist in the quantum Haar ran-
dom oracle model.

We note that our construction of strong PRUs, presented in Section 4.1, is simple to describe, only
makes two queries to the Haar random oracle, and only requires sampling O(log'"¢()) bits of
randomness, for any constant €, to get security against all adversaries making poly(n) queries to
the strong PRU and Haar random oracle (and their inverses).

1.1 Related Works

Quantum Pseudorandomness. Work on quantum pseudo-randomness began with the paper
of [JLS18], which first defined pseudorandom states and unitaries. They also presented the first
constructions of pseudo-random states from one-way functions, and presented candidate con-
structions of pseudo-random unitaries from one-way functions without any security proof. In the
years after the paper of [JLS18], several works made progress towards building pseudo-random
unitaries by considering related pseudo-random objects with security against adversaries with
restricted queries [LOS+24; AGKL24; BM24].

[MPSY24] presented the first construction of non-adaptively secure pseudorandom unitaries
(that is, secure against adversaries who only make a single parallel query to the PRU) via the
so-called PFC ensemble, i.e. “(random) Permutation-(random) Function-(random) Clifford”. Si-
multaneously, [CDX+24] presented an alternate construction of non-adaptively secure PRUs using
random permutations. In a breakthrough paper, [MH25] proved that the PFC ensemble and re-
lated C'PFC ensemble yielded a construction of PRUs and strong PRUs from one-way function.
The paper extended the compressed oracle technique for random functions from [Zha19] to the
path-recording formalism for Haar random unitaries. Since then the path-recording formalism
has been used to show that the repeated FHFHF ... ensemble, originally conjectured to be a PRU
in [JLS18], is secure [BHHP25]. Using the security of the PFC ensemble, combined with a novel
gluing lemma, [SHH25] showed that inverseless PRUs can be formed in surprisingly low depth,
assuming sub-exponential LWE.

Idealized Models in the Quantum World. The first works on idealized models in the quantum
world studied the quantum random oracle model (QROM)), in attempt to prove the post-quantum
security of a number of classical cryptographic primitives [BDF+11; Zhal5a; Zhal5b; TU16; Eatl7;
Zhal9]. In this model, parties can make superposition queries to a classical random function.

The quantum auxiliary state model [MNY24; Qia24], and related common Haar random state
(CHRS) model [AGL24; CCS24] are models of computation in which all parties have access to an
arbitrary polynomial many copies of a common quantum state. This is meant to be the quan-
tum equivalent to the common reference string model. [MNY24; Qia24] show that quantum bit



commitments exist in the quantum auxiliary state model, and both [AGL24; CCS524] show that
bounded copy pseudo-random states with short keys exist in the CHRS (which in turn imply the
existence of quantum bit commitments). Furthermore, [AGL24] rules out quantum cryptogra-
phy with classical communication in the CHRS, and [CCS24] rule out unbounded copy pseudo-
random states. More recently, these models have been used to provide oracle separations between
one-way puzzles and efficiently verifiable one-way state generators and other quantum crypto-
graphic primitives [BCN25; BMM+25]. While this idealized model provides interesting construc-
tions of and black-box separations between primitives, the model can be problematic to instantiate
in a realistic setting. For example, instantiating the model in the real world might require a com-
plicated multi-party computation to compute a shared quantum state, or a trusted third party who
can distribute copies of the state.

The quantum Haar random oracle model (QHROM) was first formally introduced in [CM24],
who provided a construction of succinct commitments in the QHROM. However, [CM24] was
not able to analyze the security of their construction in the QHROM. Separately, [BFV20] consid-
ered the QHROM as an idealized model of black hole scrambling, and provided a construction
of pseudo-random states in the QHROM. Similar to [CM24], [BEV20] present their construction
without a security proof, although they sketch how a proof might proceed. [HY24] later showed
that pseudo-random states and the related pseudo-random function-like state generators exist in
the QHROM. Their analysis involves heavy use of the Weingarten calculus and the approximate
orthogonality of permutations. Separately, [ABGL25c] consider a modification to the QHROM
called the inverseless QHROM (iQHROM). They construct forward-only PRUs in this model and
provide a security proof using the path-recording formalism of [MH25]. Finally, [Kre21] considers
another variant of the QHROM where all parties have access to an exponential number of Haar
random unitaries. They show that in this model, pseudo-random unitaries exist but one-way
functions can be broken with PSPACE computation.

2 Technical Overview

Ma-Huang’s Path Recording Framework. Before we recall the isometries described by [MH25],
we first set up some notation. A relation R is defined as a multiset R = {(x1,y1),..., (xt, y¢)} of
ordered pairs (x;,y;) € [N] x [N], for some N € N. For any relation R = {(x1,y1),...,(xt,y¢)},
we say that R is D-distinct if the first coordinates of all elements are distinct, and injective or Z-
distinct if the second coordinates are distinct. For a relation R, we use Dom(R) to denote the
set Dom(R) = {x: x € [N], 3y s.t. (x,y) € R} and Im(R) to denote the set Im(R) = {y: y €
[N], 3xs.t. (x,y) € R}. We define the following two operators (which are partial isometries) such
that for any relations L, R?

1
VN —[Im(LUR)] yéln%um’mﬁ U{y)sIR)T,

4For an Z-distinct or D-distinct relation L = {(x1,¥1),..., (x,yt)}, the corresponding relation state |L) is defined to
be

VE: |x)alL)s|R)T

1
L) == ﬁ Z ‘xn*1(1)>|y7r*1(1)> ‘xnfl(t)>|y7rl(t)>~

TESym;

In [MH25], relation states are defined for arbitrary relations, whereas we will not require them in this work.



VE: y)all)s|R)T

1
)alLYs|RU{(x, '
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Using VL and V&, they define the following partial isometry:
V=vt (id—VR.- VRN 4 (id - vE. VI VR

They then showed that oracle access to a Haar random unitary U and its inverse U’ can be sim-
ulated by V and V7, respectively. In more detail, consider any oracle algorithm A described by
a sequence of unitaries (A1, Ay, ..., Az) such that A alternatively makes t forward queries and ¢
inverse queries. The final state of .A with oracle access to (fixed) U, U is denoted by

. t
AP Y e =T <U+A2iUA2i—l) 10)Al0)B,
i=1
where A is the adversary’s query register, B is the adversary’s auxiliary register, and each A; acts
on AB. They then consider the final joint state of .4 and the purification after interacting with

Vv,V
t

:
A ast =TT (V' A42iVA2i 1) 10)al0)s|2)s] @)
i=1

[MH25] showed that pp,a is O(t2/N 1/8)_close to pmH in trace distance, where

PHaar = [ [\AE ,u+><Ay,Uf‘AB} and oy = Trst (\AY’WXAY ’V+!ABST> ,
~Un

iy denotes the Haar measure over n-qubit unitaries and N = 2".

2.1 Strong PRUs in the QHROM

We begin with our construction of strong PRU in the QHROM. On input the security A € IN and
key k € {0, 1}3/\, our construction is described as follows:

GU(1M k) = Xk .U, - Xk - U, - XM,

where U, is the A-qubit Haar random oracle and the key is written as k := ki||kz||ks, i.e., the
concatenation of three A-bit strings.

To analyze our construction, we consider an adversary A that has oracle access to Oy, O, and
their respective inverses Of, O}. The adversary operates on the registers AB and is parameterized
as a sequence of unitaries A = (Aj, Ay, ..., Ay) each acting on AB. Without loss of generality,
we assume that all oracle queries are made on the register A, following a fixed sequence of inter-
actions: first querying O;, then O,, followed by their inverses OI and O;r. The final state of the
adversary after making t queries to each oracle is given by:

01,0,,01,0% :
AT ) s =T ] (O;r Ay O Ay -0y Ay n- O ‘A4i73> 10)a[0)-
i=1
In the ideal experiment, O; = U; and O, = U, where Uj, U; are independently sampled from the
Haar distribution. In the real experiment, O; = U and O, = GY(1*, k) where U is sampled from
the Haar distribution and k are sampled uniformly from {0,1}3*.



2.1.1 Using the Path Recording Framework

The first step in our analysis is to replace the Haar-random unitaries with path-recording isometries.

Ideal Experiment: In the ideal experiment, we replace the two independent Haar-random uni-
taries Uy and U; with two corresponding path-recording isometries V1 and V. These path-recording
isometries operate on independent databases stored in the purification registers, denoted as (L1, R1)
and (Lp, Ry), respectively.

Real Experiment: In the real experiment, we replace the Haar-random oracle U with a single
path-recording isometry V. Unlike the idealized case, here the purification register maintains a com-
bined database (L, R), along with the keys (ki, k2, k3) for strong PRU construction.

Note that at the end of the computation, the purification register is traced out. Consequently, if
we can construct an isometry that acts on the purification register and that maps the output of one
case close to the other, then the adversary’s view remains statistically indistinguishable between
the two cases.’

2.1.2 Defining the Isometry &

We define an approximate isometry S such that it acts on the purification register of the adversary
in the ideal experiment and maps it close to the state in the real experiment. Specifically, S serves
as a merge operator, combining two independent databases into a single unified database while
simultaneously simulating keys.

Formally, S acts on the auxiliary registers as follows:

S :((L1,Ry),(Lp, Ry)) — (L, R, kq, k2, k3)
where:
* (L, R) is the merged database containing all recorded queries
* ki, ky, ks are simulated keys compatible with the original PRU construction.

The key challenge in defining S such that when it is applied to the ideal experiment, it closely
mimics the real experiment, while still being an isometry (i.e., reversible). We talk more about
how we define & such that it is reversible in Section 4.3. The rest of proof focuses on showing that
S maps the state in the real experiment to the state in the ideal experiment.

2.1.3 Progress Measure

The main challenge in demonstrating that S approximately maps the state in the real experiment
close to the one in the ideal experiment is the difficulty of obtaining a simple closed-form ex-
pression, as was possible in the inverseless setting (see [ABGL25c¢]). Instead, we draw inspira-
tion from the query-by-query analysis approach in the literature of the quantum random oracle

5This is because applying an isometry on the traced out registers does not change the final state.



model [Zhal9; CMS19; DFMS22]. Specifically, we do query-by-query analysis via defining the
progress measure as the adversary’s distinguishing advantage after each query.

A key step in our analysis is to show that, for any state |i) (generated using the ideal oracles),
the process of first simulating the keys and then making a query to a real oracle (e.g., V) is close
to making a query to a corresponding ideal oracle (e.g., V1) first and then simulating the keys.
Formally, we show that the following two states are close:

VS|lyp) and SVi|y),
which we establish by proving that the operator norm bound
(VS = SVi)Il<i|lop = negl(n),

where Il<; denotes the projector acting on the Hilbert spaces labeled by S;T1S,T, that projects
onto the space spanned by |L;)s,|R1)T,|L2)s,|R2)T, such that Ly, L, € Ré}di“ and Ry, R, € ng)idist'
Similarly, we extend this argument to show all the following quantities

L (VIS = SV)I<tlop
2. |(XRVXRVXHS — SVo)I<|lop
3. [|[(XhVIXkVIXES — SVHTT<|op

are negligible when t(n) = poly(n). As the main technical contribution of this work, the details
can be found in Section 6 and Section 7. By establishing these bounds, we can inductively analyze
the adversary’s distinguishing advantage after each query (for details, see Section 4.8). Hence, we
show that S approximately maps the state in the real experiment to the one in the ideal experi-
ment.

2.1.4 Simplifications for the Analysis

To streamline our analysis, we introduce several simplifications that make computations more
manageable. We outline some key steps below:

Leveraging Unitary Invariance of the Haar Measure: In the real experiment, we have access to
two oracles: U and Xkuxkuxk, along with their inverses. These oracles are difficult to work
with because the second oracle involves two calls to U and depends on all three keys, whereas the
first oracle is comparatively simple. To balance the difficulty in analysis across both oracles, we
use the unitary invariance of the Haar measure. Specifically, we apply the transformation

U — xkyxh

and redefine the key k; as
ko> ki ®kyBks.

This effectively changes our oracle pair to XU X" and UX*2U (along with their inverses), making
the analysis easier.



Working with Non-Norm-Preserving Operators Instead of Isometries: Explicitly maintaining
normalization coefficients throughout the analysis can lead to unnecessary complications, espe-
cially when we only care about asymptotic behavior. To simplify calculations, we work with non-
norm-preserving (i.e., unnormalized) operators, and then establish that these operators remain
close to isometries. For more details, see Section 5.

Decoupling L and R: To further simplify our framework, we modify the operators so that L and
R become completely independent. Instead of using the partial isometry

. Y alLU{(xy)PsIR)T,

VL |x)alL)s|R)T =
VN — [Im(LUR)| y#Im(LUR)

we switch to

F' - ) alL)s|R)7 jﬁyé%wmw {(xy)})s|R).

A similar transformation is applied to V&, replacing it with FR. The operator F is defined anal-
ogously to V. Using techniques analogous to those in [MH25], we show that these modified
operators remain negligibly close to the original ones while significantly simplifying calculations
(see Appendix A.1).

2.1.5 Overview of Hybrids

To prove that our strong pseudorandom unitary (PRU) construction is secure, we go through the
following stages from the real experiment (an adversary querying the PRU and Haar random
oracle) to the ideal experiment (an adversary querying two Haar random unitaries):

* Real Experiment: The adversary has oracle access to the Haar oracle and the PRU construc-
tion and their inverses:
O1=U, 0,=Xkuxtuxh.

* Hj: By leveraging the unitary invariance of the Haar measure, we equivalently define the
following oracles to balance complexity:

0, = xbuxtq, 0, =ux®u.

* Hj: We replace the Haar-random unitary U with the path-recording isometry V, allowing us
to track queries explicitly:

0, =xbvxh, 0, =vxkv.

* Hj;: We modify the path-recording isometry to ensure that the registers L and R are indepen-
dent, making calculations simpler:

0, = Xkrxh, 0, = FX*F.

10



¢ Hj: This is where most of our technical contributions lie. We introduce S to transition from
separate databases to a merged structure while simulating keys. We use query-by-query
analysis to show closeness of the H3 and Hy:

(91 =F, (92 =b.

* Hs: We transition back from Fy, F, to standard path-recording isometries:

01 =V, (92 =W.

¢ Ideal Experiment: Finally, we switch from path-recording isometries back to independent
Haar-random unitaries:
O1=U, Op=LlU.

3 Preliminaries

We denote the security parameter by A. We assume that the reader is familiar with fundamentals
of quantum computing, otherwise readers can refer to [NC10]. We refer to negl(-) to be a negligible
function.

3.1 Notation

Sets and vectors. For N € IN, we use the notation [N] to refer to the set {1,2,..., N}. For two
binary strings a, b of equal length, we define a @ b as their bitwise XOR. For a set of binary strings
A C {0,1}" and a binary string b € {0,1}", we define

Adb={adb:ac A}.
For two sets A, B C {0,1}" of binary strings, we define
A®B:={x:Jac AbeBstx=adb}.

Given a set A and t € IN, we use the notation A’ to denote the t-fold Cartesian product of A, and
the notation Al to denote distinct subspace of A, i.e. the vectors in A, ¥ = (y1,...,y:), such
that for all i # j, y; # y;. For any vector ¥, we also define the set {X} := Ujcj{xi}. We denote
the i-th coordinate of ¥ by x;. For an ordered set A and an element x € A, we denote by x €; A to
mean x is the i-th largest element in A. For any vector ¥ € A’, index i € [t], and element y € A,
let # (%) denote the vector obtained by inserting y into the i-th coordinate of ¥ and shifting all
subsequent coordinates one position to the right. For any vector ¥ € A" and index i € [t], let ¥_;
denote the vector obtained by deleting its i-th coordinate and shifting all subsequent coordinates

one position to the left.

Quantum states and distances. A register R is a named finite-dimensional Hilbert space. If A
and B are registers, then AB denotes the tensor product of the two associated Hilbert spaces. We
denote by D(R) the density matrices over register R. For pag € D(AB), we let Trg(pag) € D(A)
denote the reduced density matrix that results from taking the partial trace over B. We denote by

11



TD(p,0") = 1||p — p'||; the trace distance between p and ', where || X||; = Tr(x/ X*X) is the trace

norm. We use |||¢) |2 = +/(¢|) to denote the Euclidean norm. For two pure (and possibly sub-
normalized) states |) and |), we use TD(|$), |¢)) as a shorthand for TD(|$){],|¢)(g]). We also
say that A < Bif B — A is a positive semi-definite matrix. We denote by H,, the Haar distribution
over n-qubit states, and y, the Haar measure over n-qubit unitaries (i.e. the unique left and right
invariant measure).

3.2 Cryptographic Primitives

In this section, we define strong pseudo-random unitaries (strong PRU) [JLS18], which are the
quantum equivalent of a pseudorandom function, in that an adversary can not distinguish the
strong PRU from a truly Haar random unitary, even with inverse access to both.

Definition 3.1 (Adversaries with Forward and Inverse Access to Two Oracles). An adversary A
with oracle access to two n-qubit unitaries O1, Oy and their inverses OF, O is defined as follows. A
has n-qubit query register A and a finite-size ancilla register B, and always queries the oracles on the
register A. By padding with dummy queries, we assume that the adversary queries the oracles in the order
(01, 0,,01,08). An adversary A making t queries to each oracle is parameterized by a sequence of
unitaries (A1, Ay, . .., Aat) acting on AB. We denote the final state of the adversary as

0,,05,0t,01 !
AT ) g =T ] (OZ Ay O Ay 102 Ay 5O - A4i73> 10)A]0)B.
i=1

Definition 3.2 (Strong Pseudorandom Unitaries). We say that {G,}cN is a strong pseudorandom
unitary if, for all A € N, G = {Gy }rek, is a set of m(A)-qubit unitaries where K, denotes the key space,
satisfying the following:

1. Efficient Computation: There exists a poly(A)-time quantum algorithm that implements Gy for all
k€ Ky

2. Indistinguishability from Haar: For any quantum polynomial-time oracle adversary A, there
exists a negligible function negl such that for all A € IN,

< negl(A).

P 1 Gy, Gt 1)L . P 1 u,ut 1)\

In the QHROM, both G and A have oracle access to an additional family of unitaries {Uy}sen sampled
independently from the Haar measure on { qubits, and their inverses.
3.3 Useful Lemmas

Here we present some standard lemmas.

Lemma 3.3. For any operator A and vector ),

Alp)lly < [ Allop #2112

Lemma 3.4. Let A be an operator and let B be an orthonormal basis of the domain of A. If Ali) is orthogonal
to Alj) for all distinct |i), |j) € B, then

A = max ||Al1)||».
[ Alop = max 1410
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Proof. For any normalized [¢) = }_j)cp aili), we have

a2 . .
IAIWIE = Y wi- Al = Y lail*- [|Ali)[I5 < max || A]i)]]3. O
liyeB liyeB )eB

3.4 Path-Recording Framework

We recall the path-recording framework. The following definitions are taken from [MH25] with
modest changes for our purposes.

Relations. Relations are an important part of the path recording framework, here we define rela-
tions between sets, as well as what it means to be injective and to take the inverse of a relation. A
relation R is defined as a multiset R = {(x1,y1), ..., (xt,y¢)} of ordered pairs (x;,y;) € [N] x [N],
for some N € IN. For any relation R = {(x1,y1), ..., (x:,y:)}, we say that R is D-distinct if the first
coordinates of all elements are distinct, and injective or Z-distinct if the second coordinates are dis-
tinct. For a relation R, we use Dom(R) to denote the set Dom(R) := {x: x € [N], Jys.t. (x,y) € R}
and Im(R) to denote the set Im(R) = {y: y € [N], Jxs.t. (x,y) € R}. Forany t > 0, let R; denote
the set of all relations of size t. Let R = [Jj2;R:. The size of a relation refers to the number
of ordered pairs in the relation, including multiplicities. We denote this by |R|, as the size corre-
sponds to the cardinality of R viewed as a multiset. Let R4t be the set of all Z-distinct relations
of size t. Let RP-4ist be the set of all D-distinct relations of size t. Let RTdist .= J©*, RZdist and
R D-dist . U:i 0 RtD'dISt. Let Ré_tdm — UE:O RtI—dlst and ng);dlst — 5:0 R;D-dlst.

Variable-length registers. For every integer t > 0, let S{*) be a register associated with the Hilbert
space

HY = (¥ o C)*".

Let S be a register corresponding to the infinite-dimensional Hilbert space

Hs = PHY = PN o)™
t=0 t=0

When t = 0, the space (CN ® CN )®0 = C is a one-dimensional Hilbert space. Thus, ’Hg) is
spanned by the states
|x1,¥1, -+, Xt Yt) where x;,y; € [N].

Note that the relation states |R) for R € R; span the symmetric subspace of Hgt). We will some-

times divide up the register S**) as
0= (s, 1),

where Sg? refers to the registers containing |xq,...,x;) and ng) refers to the registers containing

ly1,...,yt). We denote Sgé)l. as the register containing |x;) and ng )1 as the register containing |y;).
Following our convention for defining the length/size of a relation R, we say that a state

|x1,41,- -, X, y) has length/size t. Two states of different lengths are orthogonal by definition,

. . : t
since Hs is a direct sum @i ”Hg ),

13



Notation 3.5. For any L € Rty RP-dist define the relation state

1
L) == NG Yo @) W) - ) W)
* TeSym;

where t := |L|.° For any integer t > 0, let I1<; denote the projector’

D |LXL[s ® [R)XR|r .
LE'RI—dist/RGRD—dist .
|L|+|R|<t

Definition 3.6 (Path-Recording Oracle, [MH25, Definitions 25 and 26]). Define the following two
operators (which are partial isometries). For any x € [N] and relations L, R € R such that |L| + |R| < N,

1
N TIML IR e, VA (D R)T

Forany y € [N] and relations L, R € R such that |L| + |R| < N,

VE: [x)alL)s|R)T

L Y 0all)sIRU{(x 1)

VR y)alL)s|R)T
\/N |Dom L U R)| x¢Dom(LUR)

Define the following operator (which is a partial isometry).
V=Vl (id - VR.VRY) 4 (id - VI V) L VRE

Theorem 3.7 ((MH25, Theorem 8]). For any integer 0 < t < N and adversary A = (A1,..., Ax),

< E ‘AUU*><AUU+’ TST (‘AVV+><AVV ‘)) S O(tz/Nl/B),
N,un

where
t

AL =11 (U+'A2i ' u'AZi—l) 0)al0)s, and
i=1

t
+
ALY H(VJF'AZZ'-V-AZH) 10)Al0)B|9)s|2)T.
1=
We will work with the following variants of path-recording oracles throughout this work.
Definition 3.8 (Operators FL, FR, and F). For any x € [N], L € RT9t and R € RP4t such that
L[+ IR <N,
1

FL. L)s|R — L , R)T. 1
[x)alL)s|R)T — mygg@)wm U{(xy)HsIR)T ()

In [MH25], relation states are defined for arbitrary relations, whereas we will not require them in this work.
7We note that our definition of Il<; differs from that in [MH25].
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Foranyy € [N], L € Rt and R € RP4ist such that |L| + |R| < N,

1
FRoAy)alL)sIR)T = —= 3 [x)alL)s|RU{(x,y)})T. 2
\/N x¢Dom(R)
Define the operator
F:=FL. (id — FR . F*) 4 (id — FL - FMT) - FRY, 3)

When N = 2% and t = poly(A), we show that F is negligibly close to V in operator norm. The
formal statements and their proofs can be found in Appendix A.1. Notice that F- and FR are not
partial isometries. In fact, they are contractions; that is, the operator norm of Ft, FR, FLt FRT are
all bounded by 1. Nevertheless, they preserve orthogonality between the standard basis vectors
of the domain. Formally, we have the following lemma.

Fact 3.9. Forany distinct triples (x, L, R) # (x',L’,R’), the states F*|x)a|L)s|R)1 and FX|x')a|L')s|R') 1
are orthogonal. Therefore, the set of subnormalized vectors

{F"x)AlL)s|R)T} (v 1 R)

form an orthogonal basis for the image of F- where (x, L, R) ranges over x € [N], L € R*dist, R ¢ RP-dist
such that |L| + |R| < N. Similar conditions hold for FR as well.

Their adjoint operators FI'" and F*' acts as follow:

Foranyy € [N],L € RI-dist R ¢ RD-dist

L 1x)AlL X, R if 3x € [N]s.t. (x,y) € L
0 otherwise.
For any x € [N],L € RTdist R ¢ RP-dist,
L L)s|R\ {(x, if Jy € [N] s.t. (x,y) € R,
F s Rl —  SHASIRA L) DT i3y € IN] st () .
0 otherwise.

Let T be a partial isometry. It is well known that the operator T T is the orthogonal projection onto
the domain of T. The domains of VL and V* are given by the span of all relation states. Although
FL and FR are not partial isometries, they satisfy the following properties.

Lemma 3.10. For any integer t > 0,
| (FETFE —id)T1<|| < t/N and ||(FRTFR —id)T1|| < t/N.

The proof can be found in Appendix A.2. The following operators will be used extensively in Sec-
tions 6 and 7.
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Definition 3.11 (Operators FL.
L e R4t gnd y ¢ Im(L),

Foaract” [¥)AILU{(x,9)})s = [y)a|x)alL)s, 6)

where register A’ labels a Hilbert space with the same dimension as A. Similarly, define the partial isometry
Fgtract sych that for any R € RP4st and x ¢ Dom(R),

trace and FR.. ). Define the partial isometry FE such that for any

Fliract: [X)AIRU{(x,9)})7 = |x)aly)alR)T )

We will use the following lemma in Section 4 to bound error terms. It can be viewed as a conse-
quence of the “monogamy of entanglement”. Intuitively, after applying F’ to a state, the registers
A and Sy become “maximally entangled” (see Fact A.7). The monogamy of entanglement then
implies that A and S must be nearly disentangled from T—that is, they lie almost entirely outside
the image of F R and vice versa.

Lemma 3.12. For any integer t > 0 and any unitary U acting non-trivially on the register A,

IFMTUFR Tt flop < 34/t(t+2)/N and  ||[F*TUF <[lop < 34/t(t+2)/N.

The proof of Lemma 3.12 can be found in Appendix A.2.

4 Strong Pseudorandom Unitaries in the QHROM

4.1 Construction

Construction 4.1. For every A € N, let K = {0,1}3" and G, = {GY }rex, denote the family of
unitaries with access to the Haar random oracle U = {Uy }¢c, defined as follows. For every A € IN and
k € KC), define the A-qubit unitary:

GY = xk.u,-x2.u,-xh,

where k = ky || ka || ks with ky,ky, k3 € {0,1}*, and for a bitstring s = s1 - - -5, we set X° = @ ; X®i
(so X° =1id, X! = X).

Remark 4.2. We observe that Construction 4.1 does not require any ancilla qubits. Moreover, it is optimal
in terms of the number of sequential queries to the Haar random oracle. In particular, [ABGL25c] constructs
a polynomial-query attack that breaks every non-adaptive PRU constructions in the inverseless QHROM,
namely constructions that are allowed to make a single parallel query to the Haar random oracle U of the
form U®1 for an arbitrary polynomial q(A). We observe that the same attack also applies in the QHROM.

Theorem 4.3. The family of unitaries defined in Construction 4.1 is a strong pseudorandom unitary in the
QHROM.

We will prove Theorem 4.3 in Section 4.2. Looking ahead, inspecting the proof shows that if
we shorten the key blocks to 11(1) = w(log A)—that is, k1, k», k3 € {0,1}"")—and restrict X to act
on only n(A) qubits, the modified construction remains a strong PRU in the QHROM. This yields
the following corollary.
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Corollary 4.4. Let n(A) = w(logA), Ky := {0,1}3"W for every A € N and Fy = {FY}xex, denote
the family of unitaries with access to the Haar random oracle U = {U,} e, defined as follows. For every
A € Nand k € K, define the A-qubit unitary:

F= (XP @idy ) - Uy - (X2 @idy ) - Uy - (XM @ida—y),

where k = ky||k||ks with ki,ka, k3 € {0,1}"X). Then {Fy}ren is a strong PRU in the QHROM.

4.2 Security Proof: Proving Theorem 4.3

Fix A and let N = 2*. Consider an adversary A = (A1, Ay, ..., Ay) in the strong PRU security
experiment. We define the following hybrid states on registers (A, B). Although A has access
to the Haar random oracle of all lengths, Construction 4.1 make queries only to U), which is
independent of the oracles of other lengths. We may, without loss of generality, assume that A
queries only the Haar random oracle on A qubits.

Hybrid Hy: This is the ideal experiment. Namely, the adversary is interacting with two indepen-
dent Haar random unitaries (Uj, Uy). The final state of the adversary is the following:

Uy, U, Ut ut uy, Up, Ut us
pri= B AT AR

Uy, Uz ~pp
Hybrid Hy: Same as Hybrid H; except Haar unitaries (Uj, Uy) are simulated by path-recording
oracles (V1, V,) defined in Definition 3.6. Define the following state:
t
[H2)ags,Tis,m =] | (VQL Ay Vi Ay Vo Agig - Vi A4i—3) 10)al0)8[2)s,|9)T,19)s,|9) T,
i=1
where V; acts on the registers A, Sq, T, and V; acts on the registers A, Sy, T». Define
02 == Trs, 75,7, (|H2)(Hz ).
Hybrid H3: Same as Hybrid H; except (V3, V,) are replaced by (Fi, F,) defined in Definition 3.8.
Define the following state:
t
H3)ags, 1.5, =] | <F2+ Ay Ff Ay B Ao F 'A4i73) 0)a[0)6[D)s,|2)1,19)s,|2)T,,
i=1

where F; acts on the registers A,Sq, T1, and F, acts on the registers A, S, T». Define

p3 = Trs,T;5,T, ( ’H3><H3 D
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Hybrid Hy:  Define the following state:

[Ha) ABSTK; KoKs =
1 t
\/ﬁ Z H <F+Xk21:+ CAg - XMETXR Ay FXRF Ay, - XREXR A4i—3>
ki ko k3€{0,1}7 i=1

-10)a[0)8]2)s]D) Tlk1) K, [k2)K, K3 ) s
where F acts on the registers A,S, T, and X¥ acting on register A for j = 1,2, 3. Define

04 1= TrsTi; koK; ([Ha)(Hal)-
Hybrid Hs: Same as Hybrid Hy except F is replaced by V. Define the following state:

|H5) ABSTK KoK3 =
1 t
Vi Y T1 V*szv+-A4i-Xk1V*X"3-A4i_1-kazv-A4i_2-Xk3VX’<l-A4i_3)
]{1,](2,](36{0,1})L i=1

-10)al0)8|2)s|@)T[k1) K, [K2) Kk, K3 ) s
where V acts on the registers A, S, T, and Xki acting on register A for j = 1,2, 3. Define

p5 = TrsTk, Kk, (|Hs)(Hs|).

Hybrid He: Same as Hybrid Hs except V is replaced by a A-qubit Haar random unitary U, and
no purifications are introduced. Define

L 01,0,,01,0%\, ,01,0,,01,03
ps = E (4 XA |-
kl,kz,k3(—{0,1} ,UN]/I,\
O1=xkuxk, 0,=ux2u

Hybrid Hy: This is the real experiment. Namely, the adversary is interacting with the Haar
random oracle and the strong PRU construction GY defined in Construction 4.1. The final state of
the adversary is
01,0,,0%,0% 01,0,,0%,0%
o7 = E AT OO AP OO
kl,kz,k3(—{0,l}/\,UN]/l,\
O1=U, 0,=Xkuxk2uxt

Statistical Indistinguishability of Hybrids. We prove the closeness as follows:

2

Claim 4.5. TD(p1,p2) = O <W> and TD(ps, ps) = O (N%Z/S)

Proof. It immediately follows from Theorem 3.7. O

Claim 4.6. TD(p2,p03) = O (N%Z/z> and TD(p4, p5) = O <Nt12/2>.

Proof. It immediately follows from Lemma A.5. O
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Claim 4.7. ps = p7.

Proof. We prove a stronger result by showing that the oracles in both hybrids are identically dis-
tributed. For any fixed choice of ki, kz, k3 € [N], (U, Xks LIXkZUXkl) is identically distributed to
(XBuxh, Xk . xkuxk . xk . xkuxh . xk) = (Xkuxh, uxh®e®ks1]) by the unitary invari-
ance of the Haar measure. Next, after averaging over ky, (X3UXk, UXkSk1]) is identically
distributed to (X*UX*, UX*U) since k; is uniformly random and independent of U, ki and k3.
Finally, averaging over k1 and k3 completes the proof. O

Lemma 4.8. TD(p3,04) = O <NtT2/2)

Proving Lemma 4.8 is the main technical step of proving Theorem 4.3. Toward the proof, we begin
by defining an approximate isometry S in Section 4.3, which we then use to prove Lemma 4.8
in Section 4.8.

Proof of Theorem 4.3. It immediately follows from a standard hybrid argument, Claims 4.5 to 4.7
and Lemma 4.8. O

4.3 Auxiliary Definitions
43.1 Overview

Our goal is to show the closeness between the adversary’s final states in hybrids Hs and Hy.
We start by noting that in hybrid H3, the purification register contains two pairs of “databases” on
registers (S1, T1) and (Sy, T2), whereas in hybrid Hy, the purification register contains a single pair
of databases on registers (S, T) along with the key registers (Ki, Ky, K3). Indeed, two quantum
states are equal if their purifications are related by an isometry acting solely on the traced-out
registers. Thus, it suffices to find an (approximate) isometry S that maps the purification registers
(S1,T1,S2, T2) in hybrid Hj to the purification registers (S, T, Ky, Kz, K3) in hybrid Hy.

Before defining S, we present a “classical” analogue which, while not exact, serves to motivate
the upcoming definitions. Suppose A in hybrid H; makes one query x to F;. Informally, the action
of F; can be viewed first “sampling” a uniform y ¢ Im(L;), then “adding” the pair (x,y) to L,
and finally returning y back to A, all in superposition. On the other hand, suppose A in hybrid
H4 makes one query x to Xk Xk, Similarly, (x & ki,y) is added to L, and y & k3 is returned to
A. We can relabel y @ k3 +— y to have that (x @ ki, y @ k3) is added to L, and y is returned to A.
Now, suppose A in hybrid H3 makes g queries to Fy, so that L; becomes {(x1,y1), ..., (x5, y4)}-
By inspection, the corresponding L is {(x1 © k1,1 ©k3), ..., (x4 ® k1,4 © k3) }, which is identical
to that of L; except that each element in the domain is XOR-ed with k;, and each element in the
range is XOR-ed with k3. We refer to it as the augmented relation of Ly parameterized by (kq,k3).
We denote it by Lf’(kl’h).

Next, consider a query x to F> in hybrid Hs. In this case, a uniform y ¢ Im(L;) is sampled, the
pair (x,y) is added to L,, and y it returned to .4, all in superposition. By contrast, in hybrid Hy, a
query x to FX*2F proceeds as follows: F samples a uniform z ¢ Im(L), adds the pair (x,z) to L,
XORs z by ky, samples a uniform y ¢ Im(L), adds the pair (z @ kp,y) to L, and finally returns to A.
Similarly, suppose A in hybrid H3 makes q queries to F,, so that L, becomes {(x1,y1), ..., (x4, ¥4)}-
The corresponding L is {(x1,21), (z1 ® k2, y1),..., (x4, 24), (zg ® k2,14) }, Where Z = (z1,...,24) is
a vector of distinct coordinates. An important observation, also noted in [ABGL25c¢], is that the
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elements are “paired” by k; and are referred to as ky-correlated pairs. We refer to it as the augmented
relation of L, parameterized by (Z, k2). We denote it by Lg’(z’kZ).

Suppose A in hybrid Hz makes q queries to F; and F; respectively, leading to Ly = {(x1,1),. ..,
(xq,¥9)} and Ly = {(x},y7), ..., (xg,y5)}. Now, in order to map (L1, L) to (L, k1, k2, k3)® almost

injectively, we approach is as follows. We first sample (Z, k1, kp, k3) and let L = Lf’(kl’k3) U Lg’(z’kZ)

such that one can uniquely recover (Lj, L) given the information of (L, k1, ky, k3). Following the
idea in [ABGL25c¢], as long as the number of ky-correlated pairs in L is exactly g4, we know that
Lé’(z’kZ) consists of the ky-correlated pairs in L. Suppose g is polynomial. An elementary combi-
natorial argument shows that the fraction of “bad” keys for which unique recoverability fails is
negligible.

Careful readers may notice that the previous argument does not rely on keys (k1, k3). Indeed,
the PRU construction in the inverseless QHROM of [ABGL25¢] does not use (k1,k3); on key k,
their construction is simply UX¥U. However, when we move to the strong PRU setting, this
construction is insecure-one can learn the key by sequentially querying (1) U' (2) UX*U and (3)
U'. More generally, queries to U™ may lead to unintended cancellation in the databases. The role
of (ki,k3) is precisely to prevent such event from happening. Looking ahead, when defining S,

)

the condition on (kj, k3) ensures the image and domain of Lf’(kl’ks ) and Lﬁ’( "2 are distinct.

4.3.2 Graph-theoretic definitions

In this subsection, we let N = 2%, and use [N] and {0,1}" interchangeably. For the purposes
of the proofs in later sections, it is convenient—and also intuitive—to introduce graph-theoretic
languages. In particular, the following type of directed graph will play an important role.

Definition 4.9 (Decomposable Graphs). A directed graph G, possibly with self-loops, is decomposable
if it contains no self-loops and no two edges share a common vertex. In addition, we can uniquely partition
its vertex set into three disjoint subsets:

* Vicolate (G): the set of vertices with no incoming or outgoing edges
* Viource(G): the set of vertices with an outgoing edge
* Viarget (G): the set of vertices with an incoming edge
Moreover, we have |Vsource (G)| = |Viarget (G)|.
The following definition connects relation—key pairs to directed graphs.

Definition 4.10 (Relation-Key-Induced Graphs). For any relation L and k € [N], define the directed
graphs, possibly with self-loops, G{/k as follows. The vertex set of G{,k is equal to L.” For any two vertices
(x,y) and (x',y"), there is a directed edge from (x,y) to (x',y') ifand only if x' = y S k.

Similarly, for any relation R and k € [N}, define the directed graphs, possibly with self-loops, Gy  as
follows. The vertex set of G, is equal to R. For any two vertices (x,y) and (x',y'), there is a directed edge

from (x,y) to (x',y') ifand only if y' = x © k.10

8Since R; and R; are empty, we ignore them in the exposition here.
Note that L may contain repeated elements. Equivalently, one can regard the vertex set as having size |L|, with
each vertex labeled by an element of L.
10Notice that this is the opposite of defining edges in Gf,k'
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4.4 Augmented Relations and (Robust) Decodability

We define augmented relations mentioned in the overview below.

Definition 4.11 (Augmented Relations). For any Ly, L, € RIdist Ry, Ry € RVt ki, ko, k3 € [N],

7 €| N]LLél, and Zg € [N]gfszt‘, define the corresponding augmented relations:!!
LYAR) — ((x @k, y k) : (xy) € L), ®)
Lg,(kZ/ZL) = {(xi,z1i), (zLi ® ko, yi) : (xi,yi) € Lo}, ©)
RO = {(x @k, y©ks) : (x,y) € R}, 10
RS’("Z’ZR) = {(xi,zri ®k2), (2R, yi) * (i, yi) € Ra}, (1)

where we impose an ordering on the elements of Ly (resp., Ry) by the canonical ordering on Im(Ly) (resp.,
Dom(Ry)). That is, we use (x;,y;) € Lo to indicate the element in Ly such that y; is the i-th largest
element in Im(Lp), and (x;,y;) € Ry indicate the element in Ry such that x; is the i-th largest element in
Dom(Ry).

Remark 4.12. As expressions like Lq’(kl’k” or Lf never appear in this work, we omit the superscript
¢, v in the augmented relations when it is clear from the context.

J(k2,Z1)

Now, given any Ly, Ly € RT9st, Ry, Ry € RP-4t, which can be viewed as a view in hybrid Hs.
We aim to map it to a view in hybrid Hy by:

1. sampling (k1, ko, k3, Z, Zr ) from an appropriate distribution;
2. outputting (Lgkl’h) U Lgkz’zL),ngl’h) U ngZ’ER),kl,kz, k3).

To define an (approximate) isometry S that performs this map coherently, we must ensure that the
mapping is (almost) reversible. To this end, we proceed in two steps:

1. Define a “decoder” which, on input (L, R, k1, k, k3), outputs (L1, Ry, Ly, Ro, Z1, Zr, k1, k2, k3).

2. For any Li,L, € RIdist R, R, € RD-dist identify conditions on (kj, kp, k3,Z1,Zr) such
that applying the decoder to (Lgkl’k” U Lgkz’ZL), ngl’h) U ngz’ZK),kl, ko, k3) yields the correct
(L1, Ry, Lo, Ro, Z1, ZR, K1, k2, k3).

Definition 4.13 (Function Dec and Operator D). The deterministic function (algorithm) Dec is defined
as follows:
Input: Two relations (L, R) and (ky, k2, k3) € [N]?

1. If Gf/kz is not decomposable or Gy, . is not decomposable, then output L indicating fail.
2. If Vtarget(Gf’kz) ¢ RIdist op Vtarget(GI’{,kz) ¢ ROt then output 1.
3. Suppose

* Visolate (Gl 1) = {(a1,01), ..., (as,bs)}

11Gimilar to how we define relations, augmented relations are also defined as multisets.

21



5. If Lisolate € RT U or Lyair € RT U or Risolate € R4 or Ry & R4 or 171, has repeated

(Gig,) = {(x1e1),..., (xp,e0)}
Viarget (GF o) ={lea@ka,y1),..., (ee D ko, yp)} such thatyy <y < --- < yot?
Visolate(Gi x,,) = {(c1,d1), ..., (ct,dr) }
(Gri,) = {(fr,01), -, (fron)}
(GR {

) (u1, Ldka), ..., (ur, fr ®ko)} such that uy < up < --- < uy

SOU rce

SOU rce

Vtarget

Lisolate := {(a1 ® k1,01 ©k3),...,(as D k1,bs Dk3)}
Lpair = {(x1,¥1), .-, (X0, y0) }

my == (e1,...,er)

Risolate = {(c1 ® k1,d1 B k3),..., (ct B k1, di B ks)}
Rpair = {(u1,01),..., (ur,v,)}

mg = (f1,---, fe)

coordinates or iiig has repeated coordinates, then output L.

6. IfIm(Lpair) N {iL} # @ or Dom(Rpair) N {ifir} # @, then output 1.3

7. Output (Lisolater Risolate/ Lpair/ Rpairr n_’iL/ 7711{1 kl/ k2/ k3)

We denote by D the operator that performs Dec coherently,'*

evaluates to L on that input.

Lemma 4.14 (D is a partial isometry). Let Supp(Dec) denote the set of (L, R,k1,kz,k3) such that
Dec(L, R, ki1,ko,k3) # L. Then Dec is injective when restricted to Supp(Dec). As a corollary, D is a

partial isometry.

Proof. We prove the lemma by constructing the inverse of Dec on Supp(Dec). We denote this

inverse by Enc. On ianIt (Lisolate/ Risolate, Lpair/ Rpair/ mrp, mg, ki, ko, k3), Enc outputs

(L.(kl’k3) U L(kz_,fﬁL)’R_(kbh) U R(kz iR ) k1, ko, ks).

isolate pair isolate pair

It suffices to show that for any (L, R, k1, k2, k3) € Supp(Dec), the following holds:

(L, R, k], kz, k3) = El’lC(DeC((L, R, kl, kz, kg)))

Suppose in Step 3 of Dec(L, R, k1, ko, k3), we have
* Visolate (Gl 1,) = {(a1,01), ..., (as,bs)}

b Vsource(Gékz) == {(xlr el)/ ceey (XZ/ ef)}

12Gince it passes Step 2, there exists an ordering in the image of Viarget (G{ kz)'
13Recall that for a vector 7 = (vq,v5,...), we denote the set |J;{v;} by {7}.
l4Gince (ky, ko, k3) is classical information, we require Dec to also output (ky, k, k3).
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Viarget ) ={(e1®ka,y1),...,(es @ ko, yp)} suchthaty; <y, < --- <y,

(Gr

|so|ate(G ) - {(C1/d1>/ sy (Ct/ dt)}

Veource (GR,) = {(f1,01), -, (frror) }
(GR

) ={(m, i®ka),..., (s, fy Bko)} such thatu; < up < --- < uy,

¢ Vtarget

and the input satisfies

L= {(ﬂl,bl),. . .,(as,bs)} U {(X1,€1),. ..,(Xg,Eg)} U {(81 @kz,yl),. ..y (Eg @kz,yg)},
R = {(Cl,dl),. ..y (Ct,dt)} U {(fl,vl),. . .,(fr,Ur)} U {(ul,fl @kz),. ..y (ur,fy @kz)}

In Step 4 of Dec((L, R, k1, k2, k3)), we have
® Liolate = {(a1 ® k1, b1 Dk3),...,(asDky, bs Dk3)}
® Lpaic = {(x1,11), .., (xe, y0) }
o i = (e1,...,ep)
* Risolate := {(c1 @ k1,d1 D k3),..., (ct ki, d Dks)}
* Rpair = {(u1,v1),..., (ur,v,)}
e g = (f1,---, fo)-

Recall Definition 4.11. It is straightforward to verify that applying Enc to the above input yields L
and R. O

Definition 4.15 (Decodability). For any Ly, Ly € R¥4t, Ry, Ry € RP4 a tuple (ky, ko, k3, 71, ZR)
said to be decodable (with respect to (L1, L, Ry, Rp)) if

Dec(LH) o) Rk y R 1 k) k3) = (Ly, Ry, Ly, Ro, 21, Zr, ki ko ks). (12)

Remark 4.16. There are cases that Dec(Lgkl’k3) U L(k2 1) ngl’k” U Rékz’zR), ki,ka, k3) # L while does not
match the correct (L1, Ry, Ly, Ro, Z1, ZRr, k1, k2, k3). For example, consider the case where Ly = {(a,b), (b&®
ko, c)} and Ly = Ry = Ry = O, then Dec will output Lisoiate = @ and Lpair = {(a,¢)}.

For technical reasons, we require a stronger condition than decodability. Given a decodable tuple
(L1, L, Ry, Ry, Z1,ZR, k1,k2,k3), we use L and R as shorthand for Lgkl’kS) U Lékz’zL) and ngl’k” U

ngz’zR), respectively. In particular, we are concerned with the robustness of these tuples. Suppose

we delete an element v from L. We are interested in whether Dec(L \ {v}, R, k1, ko, k3) remains
non-_L.

Definition 4.17 (Robust Decodability). Forany L1, L, € RT 4, Ry, Ry € RP4t, g tuple (k1 ko, k3, Z1, ZR)
said to be robustly decodable (with respect to (L1, Ly, R1, R2)) if it is decodable and satisfies

1. Dec (Lgkl’kS) U LgkﬁL) \ {U},R§k1’k3) U ngz’ER),kl,kz, k3) # 1 forallv e Lgkl’kS) U L£k2’zL), and
2. Dec (LI UL, RIS U RN (ko ks ) # L for allw € RIS U REEAY),
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In the following, we list the sufficient conditions for robustly decodable tuples and introduce the
shorthands z := (Z,Zg) and k := (ky, kz, k3).

Lemma 4.18 (Sufficient conditions for robust decodability). Let L1, L, € RIdist R; R, € RD-dist
Every 5-tuple (ky, ko, k3,Z1,Zr) € [N] x [N] x [N] x [N]IL2l x [N]IRe| that satisfies all the following
conditions is decodable:

1. Distinctness: Lgkl’k”, Lékz’zL) c RIdist gpd nglrkS)’ ngZ/fR) ¢ R D-dist
2. Disjointness: Im(L(k1 kS)) NIm (L(k2 ZL)) = & and Dom(ngl’h)) N Dom(ngz’ZR)) =0

3. No extra ky-correlated pairs: There are exactly |Ly| number of pairs ((x,vy), (x',y")) with (x,y),
(x,y) € Lgkl’k” U L(k2 2V such that x' = Y @ ko, and there are exactly |Ry| number of pairs
((x,y), (x,y")) with (x,y), (x",y') € ngl’k” U Rékz’zL) such that y' = x ® ky

Furthermore, for all such tuples, it holds that

(k1,k3) k (k1,k3) k»,Z
DIL) U L)) RIS U RN k)i = |La)s, [Ri) 7, | Lo)s, | Ra)Ta 20z KDk (13)

—For (x,y) € L(k1 k3)

DL UL {(x, ) )5 |RE) U RIE)) 111 ¢
=L\ {(x®ki,y Dks)})s, |R1)1,|L2)s,|R2) T, |2) 2| k). (14)

— For (x,y) € L) suppose i € |Ly| is the index such that y = zp ;. Let y; denote the i-th largest

2,source’
element in Im(Ly) and x; is the unique element such that (x;,y;) € L. Then x = x; and

DILE ULE )\ {(x, ) s IR U RE*™) 1l
= |LiU{(zLi © k2 @ ki @ ks) Vs, IR L2 \ { (30, y0) V) so | Ro) [ 2) 2 ).~ (15)

—For (x,y) € Lgfffégt, let i € [|Ly|] be the index such that y is the i-th largest element in Im(Ly), denoted

by yi, and let x; be the unique value satisfying (x;,y;) € Ly. Then x = zp ; & ko and

DILY) U LI {(x, 1) })s RIS U RE ) £k
= [LiU{(xi ki, z1,i Dks) })s, | Ri)1 L2 \ {(xi, ¥i) })s, [ R2)T,12) z[I) k. (16)

Proof. The proof consists of two steps. First, we establish decodability. Then, by reusing the same
argument, we prove the remaining part of the lemma.

Step 1: Fix the tuple. Let L be shorthand for Lgkl’k” U Lékz’m. Recall Definitions 4.9 and 4.10.
We first show that Gi,kz is decomposable. The first and second conditions together imply that

each vertex in Gf r, has a distinct label. Next, note that from the definition of augmented relation

L(k2 ) (see Definition 4.11), there are at least |L,| edges in G¢ Lk, 1ogether with the third condition,
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they imply that these |L,| edges form a perfect matching of vertices in LékﬁL). Thus, G{/kz is
decomposable. In particular, we have

ki,k3)

Li
{
L

‘/isolate ( G{ o )
Vsou rce (GL o )
Vtarget (G )

(X y) S L (ka2L) 1y e {ZL1/ . IZL,\LZ\}} (17)
§22L \Vsource(GLkz)

By symmetry, we can show that Gy, is also decomposable, so the input will pass Step 1 of Dec

in Definition 4.13. Next, the first condition ensures the image of Vtarget(Gf,kz) is Z-distinct and
Vtarget(GLkz) is D-distinct, so the input will pass Step 2. By inspection, after Step 4, we obtain
Lisolate = L1, Risolate = R1, Lpair = L2, Rpair = Ro, 7 = Zp, 1 = Zg. Finally, the first condition en-
sures that the input passes Steps 5 and 6. This shows that the tuple is decodable and Equation (13).

Step 2: In the view of relation-key induced graphs, deleting v = (x,y) from L is equivalently
as deleting v from G,fz,L, together with all edges incident to v, that is, all edges either entering or

leaving v. We denote this resulting graph by G,leL—v. Suppose v € V;Sdate(Gflkz) and L, satisfies
Ly =L U{(x®ky,y®ks)} for some L. From Equation (17), it is not hard to verify that
Visolate(Gi,kz_v) = (Lﬁ)(kl'kS)
ko
Vsource(Gi,kz_v) ={(xy) € Lg 2, VASRETRTS -IZL,\Lz\}}
ko2
Viarget (G, —0) = LE*™)\ Vaouree (GF 1)

and they pass Steps 5 and 6 of Dec. Thus, we proved Equation (14).
Whenov € Vsource(Gf,kZ)- Suppose Ly = {(xi,¥i) }ic||1,| and LngIZL) = {(xi,2i), (zi k2, Yi) Yie|Lo))-

In the former case, (x,y) = (xj+,z;+) for some i* € [|Lp|]. As a result, the vertex (z;- ® ky, y;+) in
the graph Gf,kz —v becomes “unpaired”. We may view (z;+ & kp, y;+) being assigned to the isolated
vertices. Namely,

Visolate(Gék2 _U) - (Ll U {(Zi* S k2 @ kl/ Yix S>) k3) })(klrkS)

Vsource(ng2 _U> — {(xi/ Zi) }i;éi*

Viarget (G, —0) = {(2i @ ka, yi) }iei

At first sight, the resulting graph remains decomposable. However, a caveat is that the newly
added element (z; @ ko & k1, y;» @ k3) may coincide with an element of L;, which would cause
Step 5 of the decoder Dec (Definition 4.13) to fail. Fortunately, Item 2 prevent this event from
happening. This proves Equation (15).
Finally, if v € Vtarget(Gflkz), we have (x,y) = (z;- ® ky, y;+) for some i* € [|L;]] and
Viso|ate(G£,k2—U) = (LU {(xp @y, zi D k3) }) ko)
Vsource(Gf,k2 ) - {(xll )}l#l*
Viarget (GLi, —0) = {(2i © ko, i) Yiir-

Similarly, Item 2 prevent this event from happening. This proves Equation (16). O
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4.5 Good Tuples and Their Combinatorial Properties

In the following, we define good tuples.

Definition 4.19 (Good tuples). Forany L1, L, € RT4st, Ry, Ry € RP-4ist Jet G ( I%ML{Z ) denote the set of

5-tuples (ki,kz, k3,71, Zr) € [N] x [N] x [N] x [N]!F2l x [N]!Re| satisfying all the following conditions:'>
1. ki ¢ <Dom(L1) ® Dom(Lz)) U (Dom(R1) ® Dom(R2)>

2. ky & (((Dom(Ll) @k1> UDom(L2)> & <(Im(L1) @k3) UIm(L2)>>
U (((Dom(Rl) @kl) UDom(Rz)) & ((Im(R1) eak3) UIm(R2)>>

5. ks & (Im(Ly) ©Tm(Ly) ) U (Tm(Ry) © Tm(Ry))

4.7 € [Nlgy and Zx € [N]g,

5. {Z} and (Im(Ll) @k3) UIm(Ly) U (((Dom(Ll) @k1> UDom(L2)> @k2> are disjoint.

6. {Zr} and (Im(Rl) @ k3) UIm(Ry) U (((Dom(Rl) @ kl) U Dom(R2)> @ k2> are disjoint.

Lemma 4.20. For any Ly, L, € RT4st, Ry, Ry € RPUst, every tuple in G < EIL{Z) satisfies all conditions
in Lemma 4.18 and is therefore robustly decodable.

The proof proceeds by a direct verification of all conditions and is given in Appendix B.

Remark 4.21. Indeed, one could have alternative definitions for good tuples. In particular, we only require
them to be robustly decodable and satisfy all properties introduced in the following.

Enumerating good tuples. Here we describe how to enumerate tuples from G ( 1%11%22 ) First, for
any Ly, L, € RT9tand Ry, Ry € RP-dist we define the sets B1(Ly, L, R1, R2) and Bs(Ly, Ly, Ry, Ry),
which can be viewed as “bad ky and k3”:

Bi(L1, Ly, Ry, Ry) := (Dom(L;) & Dom(L,)) U (Dom(R;) & Dom(Ry)),

Bs(Ly, Lo, Ry, Ry) := (Im(L;) @ Im(Ly)) U (Im(Ry) @ Im(R,)).

Next, forany L1, L, € RT4st, Ry, Ry, € RP-4ist and “good (ky, k3)” pair, namely, k; & Bi(L1, Ly, Ry, Ro)
and k3 ¢ Bs(L1, Lo, Ry, Ry), define the set B2(Ly, Ly, R1, Ro, k1, k3) consisting of “bad k"

By(Ly, Ly, Ry, Ro, Ky, k3) = <<<Dom(L1) ok UDom(L2)> ® <<Im(L1) oks) UIm(L2)>>

15Recall that for a set A C {0,1}" and a string x € {0,1}", we denote A® x := {a®x:a € A}.
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U (((Dom(Rl) @kl) UDom(R2)> ® <(Im(R1) @k3> UIm(R2)>>.

Finally, forany Ly, L, € RIdist R, R, € RP-distand “good (ki, kz, k3)” such thatky & B1(L1, L2, R, Ra),
ks ¢ Bs(L1,La, Ry, Ry), and ko & By(L1, Lo, Ry, Ry, k1, k3), define the sets consisting of “bad Z; and

=

Zr” as

B (R ) =z e [N]Bl 2, ¢ (N2
k1 kaks ist

V Ji € [|Ly|] st zp, € (Im(Ll) @kg) UIm(Ly) U <<<Dom(L1) @kl) UDom(L2)> @k2> }

LiLa, . .
Br (Rl,Rz,> = {ZR e [N)Rel : 25 ¢ [N]If
kq,k2.k3

V Ji € [|Ra|] 5.t zr; € (Im(Rl) @kg) UIm(R,) U <<(Dom(R1) @k1) UDom(Rz)> @k2> }

Therefore, one can enumerate elements in G ( 1%}1% ) by first choosing (k1, k3), then k, second, and

finally (Z1,ZRr), ensuring that each choice avoids being bad. In addition, if all L1, Ly, R1, R, are all
of polynomial size, then most choices of ki, ky, k3, Z;, and Zg are good. This is simply because the
number of good keys they can eliminate is at most quadratic in the size of the relations.

Lemma 4.22. For any integer t > 0, L1, L, € RESS, Ry, Ry € R2A, the following holds.
1. Bi(Ly,La, Ry, Ra) and B;(Ly, Ly, Ry, Ry) each occupy at most a 2t> /N fraction of the universe [N].

2. For any ki & Bl(Ll, Lz,Rl,Rz) and kz & B3(L1, Lz,Rl,Rz), the set Bz(Ll, Lz,Rl,Rz,kl,kg)
occupies at most a 8t>/ N fraction of the universe [N].

3. Forany ky ¢ B1(L1,La, R1,R2), ks & Bz(L1, Lo, Ry, Ry), and ko & By(L1, Lo, Ry, Ry, k1, k3), the

Ly,L, Ly,L, . . . .
sets Br < Ry,R; ) and Br le,ng each occupy at most a 5t / N fraction of their respective universes,
142,43 1A2,/A3

[N]IL2l and [N]IRa!,
As a corollary, all but a 22>/ N fraction of the elements in [N]® x [N]!"2l x [N]IR2l are good tuples.

Proof. Notice that for any sets A, B, the size of the set A @ B is at most |A| - |B|. Thus, Item 1
follows. Items 2 and 3 can be proved in a similar manner. O

Good tuples satisfy the following property.
Lemma 4.23 (Monotonicity). For any x € [N], Ly, Ly € RT4st, Ry, Ry € RP4t, the following holds:

1. There do not exist (ki,ka, k3,21,2Zr) ¢ G <IIQ11L{;) and y & Im(Lq) such that (ky, ko, k3,Z21,ZR) €
G <L1U{(x/y)}/Lz>_

Rq,R2
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2. There do not exist (kq,ka, k3,Z1,Zr) ¢ G (Efé) ,z € [N], and y ¢ Im(Ly) such that (ky, ko, ks,

Z L(“_Z), Zr) € G (Ll'Lﬁ,é;"y)}> , where i is the index such that y is the i-th largest element in Im(Ly) U

{y} and Z L(“_Z) denotes the vector obtained by inserting z into the i-th coordinate of Z, and shifting
all subsequent coordinates one position to the right.

As a corollary, for any x € [N], L1, L, € RT4t, Ry, Ry € RP 4t and (ky, ko, k3,Z1,ZR) ¢ G (E%)z
the following holds:

1. Foreveryy ¢ Im(Ly), G <L1U‘§{(;f%2)},L2) cG (E%)

2. For every y ¢ Im(Ly), (ky, ko, ks, Z1,28) € G (mggg;w}), it holds that (k1, ks, ks, 21 _i, Z) €

G (EI% >, where i is the index such that y is the i-th largest element in Im(Ly) U {y} and Z _;

denotes the vector obtained by deleting its i-th coordinate and shifting all subsequent coordinates one
position to the left.

Proof. Since (ki,k2,k3,Z1,2Zr) ¢ G (1%11%22)/ some condition in Definition 4.19 must be violated. To

prove Item 1, simply note that the same condition remains violated after adding (x,y) to L. To
prove Item 2, observe that the conditions in Definition 4.19 are insensitive to the ordering of Z; and
Zgr. Thus, although inserting z into Z; changes its size and ordering, the same condition remains
violated. O

The following lemmas will be used in Section 6.

Lemma 4.24. Forany t > 0,x € [N], L, Ly € RESS, Ry, Ry € RES, there are at most a t(22t +
4)/N fraction of the elements (k,z) € [N]® x [N]/%2l x [N]IR2! for which no y ¢ Im(L,) satisfies (k,z) €
G <L1U{(xry)},Lz)'

R1,Rz

Proof. Let us sample (k, z) uniformly at random from [N]? x [N]!F2l x [N]R2l. Define the following
events

* Good: (k,z) € G(I%il%)

® Ki: ki € x@®Dom(L;)
e Kotk €ex®ky® ((Im(Ll) @kg;) UIm(L2)>

e Zi:{Zi}n{xdk1 Dk} # O

Suppose Good occurs, and consider the items in Definition 4.19. For there to be no y such that

(k,z) € G (Llu%(f}gz }’LZ) , one of the conditions imposed by the addition of x to Dom(L;) must be

violated. These correspond to the events K;, Ky, and Z;. Otherwise, there always exists some y

such that (k,z) € G (Llu%(:c%z)},Lz). Therefore, by the union bound, the fraction of such (k, z) is at
most , ( )
22t t 2t t (22t +4
- < = 4y =T
Pr[=Good] + Pr[K;] + Pr[Kz] + Pr[Z;] < N 4 N + N + N 5
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where Pr[K;], Pr[K,], and Pr[Z;] are bounded by sampling ki, k;, and Z}, respectively, at the end.
]

Lemma 4.25. Forany t > 0,x € [N], L, L, € RLES, Ry, R, € R4S k € [NJ?, z € [N]IL2l x
[N]IRel, if there exists y ¢ Im(Ly) such that (k,z) € G (Llu%igz)}’b) then there are at most 4t values of

y & Im(Ly) such that (k,z) ¢ G (Llu%(z,lgz)}’L2>'

Proof. Suppose there exists some y ¢ Im(L;) such that (k,z) € G<L1U%(lx’lg2)}’h>. According to

the definition of good tuples, (k, z) satisfies all conditions in Definition 4.19. Now, suppose we
attempt to vary y in such a way that (k,z) violates one of the conditions. Since we are only
modifying Im(L; U {(x,y)}), Items 1, 4, and 6 continue to hold. We now examine Item 2. If we
replace y with a different value y/, the additional imposed constraint is

ko & (( Dom(L;) ® k1) U Dom(Lz)) @y @ ks.
Thus, in order for this condition to be violated, we must have
y, € <(Dom(L1) D kl) U Dom(L2)> D ko D ks,

and there are at most 2t such values of y'. Similarly, there are at most ¢ values of i’ that violate
Item 3 and at most ¢ values of i/’ that violate Item 5. Hence, the total number of such y’ is bounded
by 4t. O

Lemma 4.26. Forany t > 0,x € [N], L, L, € RE®S, Ry, Ry € R24SY, define the following two sets:
k.2
¥ oLk = {0 k2): (kz) €6 (RR) v & Im(La) U (Im(L*™) @ ks )}
oty ritak, = {10 2): y & (L), (k,2) € G (MU ).
Then¥ 1, R, 1R, 2 PuL R, LaR, aNd the size of their difference is at most t(22t + 8)N/IL2IFIRa|+3,

Proof. Consider elements in ®, 1, r, 1,8, First, from Lemma 4.20 and Items 1 and 2 in Lemma 4.18,
we have

(L U{ (e ) H®A) € RS and  Im (LU {(x,y) 1) B4)) nim(L{=*) = o,
which implies y ¢ Im(L;) U (Im(Lék”zL)) ® k3>. Then by monotonicity (Item 1 in Lemma 4.23),

we have
G () ce (k)
This proves ¥ 1, r,,15,R, 2 Px11,R,10R;-
Next, we bound the size of their difference. We denote by BAD the set of (k,z) € G ( 1%11%22) for
which no y ¢ Im(L,) satisfies (k,z) € G (Llu‘%l’f'lgz}h). By Lemma 4.24, we have
IBAD| < #(22t + 4) N2l H+IRa1+2,

Now, if we enumerate (v, k,z) in ¥ 1, g, 1, r,, then one of the following holds:
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1. If (k,z) € BAD, then every y ¢ Im(L;) satisfies (k,z) ¢ G(Llu%(ff,{z)}’h), which in turn
implies (y,k,z) & Py 1, R, 1ok,

2. If (k,z) ¢ BAD, then by Lemma 4.25 there are at most 4t values of y ¢ Im(L;) such that
(k,z) ¢ G(Llugl’f’lgz)}'“) All other y satisfy (y,k,z) € Py 1, Ry, L,,R,-
Therefore, the size of their difference is at most
IBAD| - N 4 N!L2lFIRa[+3 4 < 4(22¢ 4 8) N2l +[Ral+3 O
The following lemmas will be used in Section 7.

Lemma 4.27. Foranyt > 0,x € [N],L1,L; € Ré‘tdi“, R, Ry € Rggdi“, there are at most a (22t +
10t + 1) /N fraction of elements (z,k,Zr,Zr) € [N] x [N]® x [N]/L2l x [N]IR! for which no y ¢ Im(Ly)
satisfies (k, 277, Zg) € G(Ll'Lﬁf{R(;"y)}) where i is the index such that y €; Tm(Ly) U {y}.

Proof. Let us sample (z,k,Z1, Zg) uniformly at random from [N] x [N]? x [N]!F2l x [N]IR2|, Define
the following events

* Good: (k,Z1,ZR) € G(z%il%)

Ki:ky € Dom(Ly) & x

Kyt ky € x® <<Im(L1) @k3> UIm(L2)>

Z1:z € {ZL} orxdk, € {ZL} or x € {ZL}

Z:z¢€ (Im(L1) @kg,) UIm(Ly) U (((Dom(Ll) @kl) UDom(LQ)) @kz) orz=x

Suppose Good occurs, and consider the items in Definition 4.19. For there to be no y such that
(k, Z’L(WZ), Zr) € G (Ll'Lﬁi{lg’y )}> , one of the conditions imposed by the addition of (i) x to Dom(L,)
or (ii) z to Z;, must be violated. These correspond to the events Ky, Ky, Z;, and Z. Otherwise, there
always exists some y such that (k,Z L(i<_z),2’ R) € G (Ll’Lﬁf,{g’y )}>. Therefore, by the union bound,

the fraction of such (z,k, Z1,Zg) is at most

212t 2t 3t 4t+1 2212 +10t+ 1
- < — e — — =
Pr[—Good] + Pr[Ki] + Pr[Ka] + Pr[Z] + Pr[Z] < ~ TNt RtTNT N 5 )

where Pr[Ki], Pr[K,|, Pr[Z;], and Pr[Z] are bounded by sampling ki, k2, Z1, and z, respectively, at
the end. O
Lemma 4.28. Forany t > 0,x € [N], Ly, L, € RLE, Ry, R, € RO, k € [NJ3, Z, € [N]lkal-1,
z € [N] and Zg € [N]Rel, if there exists y ¢ Im(L,) such that (k, ZL(iEZ),ZR) €G (Ll’Lﬁi{R(j’y)}) where
i is the index such that y €; Im(Ly) U {y}, then there are at most 4t + 1 values of y ¢ Im(Ly) such that
(k, ZL(R_Z ,Zr) ¢ G (Ll LZU{(XV)}) where i is the index such that y €; Im(L,) U {y}.
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Proof. Suppose there exists some y ¢ Im(L,) such that (k, ZL(WZ),ZR) €G (Ll’L%Ul{Ig’y)}). Accord-

ing to the definition of good tuples, (k, ZL(R_Z),Z r) satisfies all conditions in Definition 4.19. Now,

suppose we attempt to vary y in such a way that (k, Z L(iez), Zr) violates one of the conditions. No-
tice that the index i might vary with the value of y because it is defined to be the index such that

y €; Im(Lp) U {y}. Since we are only modlfymg Im(L, U {(x,y)}), and the conditions in Defini-

l(*Z

tion 4.19 depend only on the set {z | '} rather than on the ordering of zL( ) , Items 1, 4, and 6
continue to hold. We can apply the same argument as in the proof of Lemma 4. 25 to show that the
total number of such y’ is 4t 4+ 1. This completes the proof. O

Lemma 4.29. Forany x € [N], L, Ly € RES, Ry, Ry € R4, define the following two sets:

Y LR LR ={(y,2kz): (kz)eG (Ll LZ) z,y ¢ Im(L; (k1 ks) UL, (k2/21L) )y #27'}

oo = (1,24, 2): y ¢ Im(La),isty € Im(Lo) Uy}, (k27 Zx) € G (i)},

Then ¥ 1, R, LR, 2 Pu LR, LoR, a1d the size of their difference is at most (22> + 14t + 2) Nllal+[Ra|+4,

Proof. Consider elements in ®, 1, r, 1, R,- First, from Lemma 4.20 and Items 1 and 2 in Lemma 4.18,
we have

(1ez)

(LU {(x,y) kA ) e REst and Im(L(k1 k3)) NIm ((L2U {(x,y) )k Z(H))> =g,

which implies z, y ¢ Im(Lgkl’h) U L(kz Zr) )

we have

A y # z'. Then by monotonicity (Item 2 in Lemma 4.23),
(k27 20) € 6 (M) — (2,70 €6 (RR).-

This proves Y L1,R1,Ly,Ry o q)x,Ll,R1,L2,R2~
Next, we bound the size of their difference. We denote by BAD the set of (z,k,z) € [N] x

G <1%1IL{22) for which no y ¢ Im(L;) satisfies (k, ZL(WZ), Zr) € G (Ll L2U{(: y)}>. By Lemma 4.27, we

have
IBAD| = (22£* + 10t + 1) N2+ IRa[+3,

Now, if we enumerate (y,z,k,z) in'¥ 1, r, 1,r,, then one of the following holds:

1. If (z,k,z) € BAD, then every y ¢ Im(L,) satisfies (k,z) ¢ G (Ll LZU{( )}), which in turn

R1,R
implies (y, k,z) ¢ Du,11,Ry Lo, Ry

2. If (z,k,z) ¢ BAD, then by Lemma 4.28 there are at most 4t + 1 values of y ¢ Im(L,) for
which (k,z) ¢ G (LLL%{R(;'V)}) All other y satisfy (y,k,z) € Py 1, Ry, L5,R,-

Therefore, the size of their difference is at most

|BAD| - N + NlLalHIRal+4 (44 4 1) < (2242 4 14t 4 2) NIE2lFIRel+4 O

31



4.6 Defining the Approximate Isometry S

Before defining &, which intuitively maps a view in hybrid H3 to a uniform superposition of
consistent views in hybrid Hy, we first define the following operators, which mimic each step of
enumerating good tuples in the previous subsection.

Definition 4.30 (Operator Sy, x,). Define the operator S, x, such that for any Ly, L, € RT 4t Ry, R, €
RD—dist,

Sk kst |L1)s, [R1)T,[L2)s, | Ra2) T, Y. IL1)s,|R1)T,|L2)s, |R2) T, [k1 )k, [k3)k,- (18)

1

H -

VN2 k1¢B1(L1,L2,R1,Rz)

k3¢ Bs(L1,Lo,R1,R2)
Otherwise, S, x, maps all the other basis vectors to the zero vector.
Definition 4.31 (Operator Sy,). Define the operator S, such that for any Ly, Ly € RIdist R, R, €
RD-dist ) & By(Ly, Lo, Ry, Ra), ks & B(L1, Lo, Ry, Ro),
Sk, t [L1)s, [R1)T, |L2)s, [Ro) T, (K1 )k, ks )y

1
Wi ) |L1)s,[R1)T,|L2)s, [R2) T, [k1 )k, [k2) k, [K3) ks (19)
N ko# B> (L1,L2,R1,Rp,k1,k3)

Otherwise, Sy, maps all the other basis vectors to the zero vector.

Definition 4.32 (Operator Sz). Define the operator Sz such that for any Ly, L, € RIdist R, Ry, €
RP-dist ) & By(L1, Lo, Ry, Ra), ks & Ba(L1, Lo, R1, Ra), ko & Ba(Ly, Lo, Ry, Ro, ki, k3),

Sz |L1)s, [R1) T, [L2)s, |R2) T, k1)K, [k2)k, [K3) ks =

1 o o
VPR ), |L1)s,[R1)T,|L2)s, |R2)T,|Z0) 2, |ZR) z& [ K1) K, [K2) K, K3 ) K5 -
L1,L,, Li,L,,
z.¢B, ( Ry.Ry, ) ZréBr < Ry.Ry, )
k1,ko,k3 k1,ko,k3
(20)

Otherwise, Sz maps all the other basis vectors to the zero vector.
Now, we define the operator S.

Definition 4.33 (Operator S). Define the operator
S = D+ . Sg . Skz . Skl,k3- (21)

Note that Sk, k,, Sk,, Sz are contractions, that is, their operator norms are all bounded 1. Thus, S is
not a partial isometry. Importantly, the action of S satisfies the following.

Lemma 4.34. For any Ly, L, € R4, Ry, Ry € RP-dist,

S:[L1)s,|R1)T,|L2)s,|Ra) T, +
1

V N|L2‘+‘R2|+3 ( Z Ll,L2>

kq ko, k3,21,Zr)€G (Rl,Rz

LA G LA G RIS U RPN 1k i, ko), K3 )i
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Proof. Recall Definitions 4.30 to 4.32, we have

Sz-Sk, Sk, k
|L1)s,|R1)1,[L2)s, | Ra)T, 22

1
V/ NlLa|+[R2|+3 " EL1,L2>

,z)EG(erR2

From Lemma 4.20, every (k,z) € G (}g}% ) is decodable with respect to (L1, Ry, Lo, Rp). Thus,

(L1,Rq, L2, Ry, k, z) is in Supp(Dec). Therefore, applying D' is equivalently to applying Enc,
which the inverse of Dec defined in the proof of Lemma 4.14. This completes the proof. O

The following lemma will be used in Sections 6 and 7.

Lemma 4.35. Let {P; } be a collection of sets where the index T ranges over (y € [N],L; € RT9Y, Ry €
RP-dist 1, € RTdist R, € RP-dist) gnd P C [N]® x [N]IL2l x [N]IRl. Define the operator
S*: [y)alli)s, [R1)7,|La)s, | Ra) T,
1 (ki) | (ke | glkaks) | glkae)
— —_— Ly ULy ™) |RY U Ry )1k k.-
) N/L2[+[R2[+3 « ZA,LZ L 2 sk 2 Tlk)k

2)<6 (R
(&,2)¢Py, L1 Ry Ly Ry

If there exists 6 > 0 such that for any T,

Ly,L,
| Py L1.Ri Lok, G (Rl,R2> | <
NIL2|+|R2|+3 -

then
18° — SHOp = V3.
Namely, S* is further controlled by the register A and imposes extra conditions ensuring that good

tuples (k, z) do not lie in some “bad set” P. We provide the proof in Appendix A.2.

4.7 Main Lemmas

We introduce important lemmas regarding S below. Their proofs are deferred to further subsec-
tions. We will first use these lemmas to prove Lemma 4.8 in Section 4.8.

Lemma 4.36 (S is Close to a Partial Isometry). There exists a partial isometry S such that for any
integer t > 0,

1(S = S)M<tflop < O(V#2/N).
We provide the proof of above lemma in Section 5.
Lemma 4.37 (Closeness of the First Oracle). For any integer t > 0,

e Forward query: |[(X®FXMS — SF)I1<|op < O(Vt/N),
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o Inverse query: [|(XMFTX5S — SF)I1<|op < O(Vt/N).

We provide the proof of above lemma in Section 6.

Lemma 4.38 (Closeness of the Second Oracle). For any integer t > 0,
e Forward query: ||(FX*FS — SE)I1<|lop < O(t/V'N),
e Inverse query: ||(F X F'S — SEf)I1<|op < O(t/VN).

We provide the proof of above lemma in Section 7.

4.8 Statistical Closeness between H3 and Hy: Proving Lemma 4.8

Now, we use the lemmas in Section 4.7 to prove Lemma 4.8. The structure of the proof is similar
to the commutator-style analysis in [CMS19; DEMS22].

Proof of Lemma 4.8. We first introduce some notations. Let |¢y) denote the initial state in hybrid
H3 ’ i.e. ’
[$0) = 0)al0)8|D)s,|2)7:[9)s, D) T,
For i € [4t], let |¢;) denote the state right after the i-th query,
1Y) = OiAilpia),

where O; cycles through F, F>, Ff , F2+ according to i mod 4. Similarly, denote the initial state in Hy
by

1
[p0) = ——= Y. 10)al0)&|@)s|@)rlk1)k, k2)k, |k3)K;,-
\/ﬁ kl,kz,k3€[N] ' ’ ’

For i € [4t], let |¢;) denote the state right after the i-th query,

|91) = OiAil i),
where O; cycles through X FX*, FX*2F, Xk Ft X%, F*X®2 Ft according to i mod 4.

Now, we prove that ||S|y;) — |¢;)||2 = O(i?/v/N) for i € [4t] by induction.
Base case (i = 0): S|¢p) = |¢o) holds trivially.

Induction step: Suppose ||S|; 1) — [¢i_1)|l2 = O((i — 1)2/+/N). Consider the following four
cases:

Case1.i = 1 mod 4:

[Sli) — [¢i) ]2
=||SF A1) — Xk3FXk1Ai|4)i_1> |2 (by expanding the definition of |¢;) and |¢;))
<[|SFAi|thi—1)— XS FX9AS|ihi1)2
+ || XXM A S| 1) — XREXR Al i1) )2 (by the triangle inequality)
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=|(SF = X®FXN8) Ailpi-1) |2 + | XSFXM Ai(S[i-1) — [¢i-1)) |2 (since S and A; commute)
S || (SPl — XkSFX’“S)HStHop + HS|I/J1,1> — ‘4)i71> H2 (by Lemma 33)
=0(i?/V/N). (by Lemma 4.37 and the induction hypothesis)
Other three cases follow from the same argument. Hence, the induction holds true. In particular,

when i = 4t, we have

|S|par) — |Par) |2 = O(£*/V'N). (22)

Let S be the partial isometry guaranteed to exist in Lemma 4.36. By the triangle inequality,
Lemma 4.36, and Equation (22), we have

18 19par) — |pardll2 < S |wpar) — Slipar) 12 + |S[par) — |ar) ]2 = O (tz/\/m : (23)
Finally, the trace distance between the output of Hz and that of Hy satisfies
TD(p3, 04) (24)
=TD (Tr5152T1T2 ( ’¢4t><¢41‘ ’ )/ TrSTKl K2K3 ( ’¢4t><¢4t | ))
= TD(Trstk,Koks (S )(War| ST), Trsicyiors (|4 )(at])) (25)
< TD(S|$ar {0ae| ST, | par M pas|) (trace distance is non-increasing under partial trace)

< (IS 19ar) — par) |12

(the trace distance between pure states is bounded by their Euclidean distance)

= O(?*/V'N), (by Equation (23))
where Equation (25) is because Sisa partial isometry that acts on the registers being traced out,
and |4) is in the domain of S’. This completes the proof of Lemma 4.8. O
5 & is Close to a Partial Isometry: Proving Lemma 4.36
We will define the “normalized” version of Sk, ., Sk,, Sz such that the coefficients match the num-

ber of terms in the sum. First, define the partial isometry Svkl,kS such that forany Ly, Ly € RT4, Ry, R, €
RD-dist’

Sk kst |1L1)s, [R1)T, | L2)s, |Ro) T,

. 1
\/(N - ’81(L1/ LZ/ Rl/RZ)D( N - ‘[53(L1/ LZI Rl/RZ)‘ )
X Y. |L1)s, IR1) T, |L2)s, [R2) T, k1)K, [k3) ks -

ki¢ By (L1,L2,R1,R2)
k3¢#B3(L1,L2,Rq,R2)

Next, define the partial isometry gkz such that for any Lj, L, € RZ4st R, R, € RPdst k; ¢
Bi(L1, Lo, Ri,Rp), k3 & B3(L1, Lo, Ri, Ry),

Syt |L1)s, |R1)T, [L2)s, [Ro) T, k1 )k, [Ka) ks
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1
\/N |B2(L1, Ly, R, Ro, ki, k3)|

X Y IL1)s,[R1)T,|L2)s, |R2) T, [K1 )k, [k2) Kk, [ K3 ) ks -
ko#Ba(L1,Lo,R1,Rp,k1,k3)

Finally, define the partial isometry 5’5 such that for any L, L; € RIdist R, R, € RD-dist f, ¢
Bi(L1, Ly, R1,R), k3 & B3(L1,Ly, R1,Ry), ko & Ba(L1, Ly, R, Ry, ky, k3),

Se: |L1>51|R1>T1|L2>52|R2>T2|k1>+<1|k2>Kz\k3>

H
1L2 L]ILZI
NlLa| — BL Ry, Rz NIRa| — BR Rq,Ry,
1k2 ks k1 ko ks

X |L1>51 |R1)T,|L2)s,|R2) T, |ZL) 7, |ZR) zg | k1) K, [K2) K, [ K3 )

LiLa, Li,Lo,
Z1¢B8L Rl Rz ZREBR| Ry,R,
k1,k2 k3 kq,k2,k3

Lemma 5.1. For any interger t > 0,

H(Skl,ks - gkl,ks)HStHOp < O(\/W),
H(Skz - §k2>H§tHOp < O(m),
1(Sz — S2)l<t]|op < O(VE2/N).

Proof. Since S, k, — Sk,t, preserve the orthogonality of input of the form |L1)|R;)|L2)|R2). Thus,
by Lemma 3.4, it is suffices to maximize

1(Sky s = Skt |L1) [R1) [ L2) [Ra) 2.
This follow from Lemma 4.22 and an elementary calculation. Items 2 and 3 follow similarly. [

Proof of Lemma 4.36. Define the operator S := D' - S - gkz . Svkl,k?,. To see that S is a partial isometry,
one can easily verify that S preserves the inner product between basis vectors in the domain.'®
Then we obtain

1(S — S)<tlop

= |D" - (S Sk, - Skyks — Sz Sky + Sty <t op

= ||(Sz- Sk, * Skyks — Sz Sky * Sty ) 1<t op (since | D|lop = |Dlop = 1)
< (82 = S)T<tllop + [1(Sk, — Si) <t llop + 11(Sky ks — Sky ) Tt llop (26)
= O(V/#2/N), (by Lemma 5.1)

where Equation (26) uses (i) the triangle inequality; (ii) that IT<; commutes with each of Sz, S, , Sk,
(iii) that the operator norm is submultiplicative; and (iv) that Sz, S,, Sk, k, are partial isometries
(so their operator norm is 1). This completes the proof of Lemma 4.36. O

16Tn contrast to isometries, partial isometries are not necessarily closed under composition.
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6 Closeness of the First Oracle: Proving Lemma 4.37

Our approach is through expanding oracles F;, F,, F as a sum of smaller terms. Then we carefully
bound each pair of terms. Before proving Lemma 4.37, we first introduce several lemmas.

6.1 Closeness of F- and FR

Intuitively, the following lemma states the following. Suppose the adversary in hybrid Hj3 has
made t = poly(A) queries in total at the moment. Then the state obtained by applying F} followed
by S is negligibly close to the state obtained by applying S followed by X*FLX*1. The intuition
is straightforward. If we apply F} and then S, the resulting state is entirely supported by decom-
posable relations with the correct number of correlated pairs, owing to the definition of S. On the
other hand, if we first apply S, then X**FLX¥1, there is a small chance that the y sampled by F-
might generate unwanted correlated pairs. Fortunately, since the relations are of polynomial size,
all but a negligible fraction of y behave correctly.

Lemma 6.1 (Closeness of FL and FR). For any integer t > 0,
[(X*FEXMS — SELTT<y]|op = O(VE/N)
(XM FRXRS — SFR)T<t||op = O(VE/N).

Proof. Fix t € N,x € [N|,L1,L, € Ré‘tdi“, and R, R, € Rggdi“. We start by calculating the
following states:

9,11 Ry Lo Re D ASTK KoKy 7= XPFEXMS|x)alL1)s, |R1)T, | L2)s, | R2) T,

|(PX,L1,R1,L2,R2>A5TK1K2K3 = SFlL |x>A‘L1>51 |R1>T1 ‘L2>52 |R2>T2'

To simplify notation, we write [K)x as shorthand for [k1)x, [k2)i, [ks)ks, and (k,2) € G (R/f) as
shorthand for (kq, k>, k3,Z1,Zr) € G (1Lz1111§22)

Computing |y 1, r, 1,8, ). Expanding the definitions of S and FE, we have

x)alL1)s,|R1)T1, |L2)s,|R2)T,

5 ! (k1ks) 7 (k (k1ks) k
= NGRS N|L2\+\R2|+ Z %) |L v UL ) |R v UR(ZZR )Tlk)k (by Lemma 4.34)
<6(R/R)
e ! (kiks) | g (k22 (ky k3) %%
| L /NI R )y [y @ ka)al {7 UL U {(x @k, )} RYYY U R ) r k)
(k)6 (R )
yeIm (L1 urf2))
(by Equation (1))
! ok ko Kok o2
= UNGIRd L AL UL U {(x @ ki, y © k) )s|RTS U RTS )7 k)

W <6(RrE)
yaksgIm (L1743 UL 21))
(by relabeling y — y @ k3)
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1

k (Fe1,k3) ko Z
" VNGRS Lo Wl Gy S UL s R URS ) r ik,
(k2)e6 (%)

yétIm(L1)U (Im(L52 ) )2ks )
(27)
where the last line is by the definition of augmented relations in Equation (8).

Computing | ¢y 1, r,1,R,)- Similarly, expanding the definitions of S and FF, we have

IS 3
NIL2|+[Ry|+4 i,
(kz)€G (Llu{ IET,’%Z}'LZ')

)al (L U {(x, ) 1) 5 U L)y | RV U REAR)) 1) .

(28)

Orthogonality. Consider distinct (x, L1, Ry, Ly, R2) and (x/, L}, R}, L, R} ). We claim that
¢ |1PXIL1,R1,L2,R2> is orthogonal to ’ll"x/,L’l,Rg,Lé,R’)/
® |Px11,R, L,R,) I8 Orthogonal to (¢ 11 rr 11 R1),
® |$xL,,R, L5,R,) is Orthogonal to [P 11 g1 11 R )-

They together implies that [¢,1, R, Lo,R,) = [x,Ly,Ry L5,R, ) 1S Orthogonal to | 1+ ri 11 ) — [P 12 R 1 RY)-
Thus, by Lemma 3.4, it suffices to maximize the norm over input states of the form |x)|L1)|R1)|L2)|R2).
To prove the claim, we define the operator

ZT=xk.xk.p.pL . xk

extract

where the partial isometry FP**<* is defined in Equation (6). Note that Z preserves inner prod-
uct between the states under consideration. To see this, we may compute the states obtained by
applying 7 to them:

|¢X L1,Rq,Ly, R2>

FextractX3 1 k k (k Z k k (k Z )
- Z ly ®ka)ar|x B ki)a |L 1k3) ULy™ L) |R 1k3) U Ry > ™) 1|k)k
Lo+ IRy |+4
v/ N L2 |[+|Re |+ (k,z)eG(él%)
1,482
y#Im(L1)U(Im (L“‘ZZL’)@k)
(by Equations (6) and (27))
xk3.xk1.D 1
— Y V) |x)alL1)s, | Lo)s, | Ra)r [Ro)ms |2)2 ), (29)

v/ NIL2|+[Ra|+4 )EG(IL% )
y#Im(L, U(Im (L2 eak3)

where the last line is by Definition 4.13. From the above calculation, it is clear that Z|{y 1, r,,1,,R,)
is orthogonal to I‘lpx’,Lg,R’l,Lg,RQ whenever (x,Li, Ly, Ry, Ry) # (x/,L},L5 Ry, R;). Moreover,
XK3|4hy 1 Ry Lo R, ) 18 in the domain of the partial isometry FP<t2<t, and FetractXks|y, | r 1. r,) is in
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the domain of the partial isometry D. Thus, Z preserves the inner product between |¢x 1, r,.L,.R,)
and |y 11 ri 15 Ry ), Which implies Item 1, namely, [{x,,,r,,1,,R,) is orthogonal to [¢, 11 rr 14 &y )-

Similarly, we have

T 1
|2, L1,R Lo Ry) o~ ) [y)arlx)alL1)s,[La)s,|R1) T, |R2)T,|2) [ K) k-
1,881,L2,82 N|L2‘+‘R2|+4 yélm(Ll), 1 2 1 2

(k,Z)eG(Llu{éf;%Z},Lz,>

(30)

Likewise, Z|¢x,1,,r, L,,k,) is orthogonal to Z|¢, 11 rr 1 r;) and T preserves the inner product be-

tween |479f,L1,R1,L2,R2> and [y 11 i 11,Ry)- Thus, |4>x,L1,R1,L'2,R2> is orthogonal to |¢x,,L£,Ri,L/2,R%), proving
Item 2. Finally, from the above calculation, we can easily conclude that Z|¢, 1, r, 1, r,) iS orthogo-
nal to [y 1r gy 15 r,) which imply that [y 1, r, 1,,r,) is orthogonal to [, 1+ i 11 ry), proving Item 3.

Wrap-up. According to the above argument and Lemma 3.4, it suffices to bound the maximum of
12,11, R1 Lo Ra ) = (@00 Ry Lo R ) 12

overall x € [N],Ly,L, € Ré‘tdi“, Ry, Ry € Rggdis". From the above calculation, this is equivalently
reduced to bounding

| Z|Wx,11,R) L0Rs) — Z|Px,11, Ry Lo, Ro ) |20

Finally, by Lemma 4.26, we obtain

IZ1$x00 Ry Lo Rs) — Zlx,i1 R0, LoRo) I3 = O(t/N).

This concludes the proof of Lemma 6.1. O

6.2 Closeness of 1-“1L’Jr and FIR’Jr

The following lemma implies that in H3, any state orthogonal to the image of F}- remains nearly
orthogonal to the image of FL after the action of X®*S. Intuitively, this prevents unintended “can-
cellation” between oracle calls to FL.

Lemma 6.2 (Image Lemma for F}). For any integer t > 0 and any normalized state |) on registers
A,B,S1,T1,S2, Ta such that T1<;|p) = |¢) and F1L’+|1p> = 0, it holds that

IEE* X5 S[p)ll2 = O(VE/N).

Proof. Suppose |if) can be written as

) = Y ayp R R V) AID)BIL1) S R T, [ L2) s, | R2) T,
b
Ll/LZy/erRZ

where y € [N], L1,L; € Ré’fﬁ“ and R, R, € Rggdi“; recall that B is the adversary’s auxiliary
register, and b ranges from some finite set that we do not explicitly specify.
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Zero condition. The premise implies that

Lt
0=F""¢)
Lt
=F" Y aypioruir Y)alb)BIL)s, |Ri)T, [L2)s, |R2) T,
b
L],Lzy,Rl,Rz
1 .
=— Y aypi R 0Alb)BIL\ {(x,¥)})s, [R1)T, | L2)s, |R2)T,.  (by Equation (4))
N b,L1,Ly,R1,Ry
(xy)€Ly

By re-writing L1 = L} U {(x, y)}, we obtain

1
i Y b U{ (e hRuLR [X)AID)BILY) S, [R1) T, | L2)s, | Ra) T,
b
Lll,L;C,Rl,Rz
y¢Im(L})
1
= UN ). Y Qb U{(e) b RuLR, | [X)AID)BILY)s, [R1)T, L2)s, |Ra)T,,
79 559 A
1-L2,R1,R2

where x € [N ] and L € REMS. Therefore, for any fixed x € [N], b, L € RLI, L, € RLH, and
R{,R; € Rggd“t, it holds that

E “y’b’LiU{(x/y)}/RllLZ/RZ = O‘ (31)
y#Im(LY)

Computing F* X5 S|p). Next, we will compute FIt X5 S|ip). Firstly, by Lemma 4.34, we obtain

xk 8 &y b,L1,Rq,Ly,R kpk k (ky,k3) (k
)RS T Sy ) ael L U LRI U Rl
yb
L1,Ly,R1,Ry

(k, z)eG(Igl IL{Z)

Before we move on to apply F*, recall Equation (4). For the expression to be nonzero, it is nec-
essary that y @ k3 € Lgkl’kS) U Lgkz’zL). By Lemma 4.20, Lgkl %) and L(k2 ) are disjoint Therefore,
(x,y @ k3) must belong to exactly one of the following: (i) (x,y @ k3) € L ), (i) (x,y®ks) €

LékQ’ZL). Define two projectors

I = )3 y)yla @ |L)(L|s @ [k)(K]k,
(LK): GL k, 18 decomposable

yeIM(Vigolate (Gi,kz )

I = ) ly)yla @ [L)Ls @ [k){k|k
(Lk): G i is decomposable

yelm(vtarget(c Lk 2)Uvsource(Gf’kz))
Thus, it holds that
FLAXRS|p) = FLTL XRS|p) + FLATL XS p).
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By the triangle inequality, it suffices to the bound the norm of each term.

Bounding F'TT; X*S|y). Using Equation (4), we obtain
FLATT XR S y)
14
= Y memnalb)ell™ UL\ {(ny @ k) Ds IR URY ) 7l

b,Ly,Ly,R1,Ry V N|L2|+‘R2|+4
Ly,Lo
(k, z)eG(R Rz)

xy: (xy®ks)eL,

Crucially, we use Lemma 4.18 to conclude that Vilate (Gi CYSINCE AN > = Lgkl’k”. Thus, we are

(klrk3)

summing over elements in Ly in the above line.

By substituting x = x” @ k; and using that (£ ® k1, © k3) € Lgkl,k3) if and only if (2, 9) € Ly, we
obtain
OCy b L1 Rl Ly,Ry / / (k k: ) (kZ,ZL) (klzks) (kZ/ZR)
TR - @ Ralsl L y) UL RR)I R k-
bLleleRz - @ kalbisl (L)) > )s|Rg CE
i)
(¥ y)eL

Substituting L; = L] U {(x/,y) }, we obtain

Z &y,b, L U{(xy)}, Ry, Lo, Ry
b,Ul,Lz,Rl,Rz NIL2|+[Ra[+4
X y¢Im(L})
(k,z)€G<L U{(x' )}, L2>

R1,Ra

| @ k1) alb)g (L)) kk) U LAy | RIA) | RI#A0)) 1) .

(32)

We will further simplify the state. By monotonicity (Lemma 4.23), we can see that Equation (32) is
in the domain of the partial isometry D. Thus, we can equivalently evaluate the norm of D - X*1 -
FLATT; Xk S|y). Thus, applying D - X*1 to Equation (32), we obtain

Xy b, L U{(x"y)}, Ry, Lo, Ry

b,LQ,LZZ,;%l,RZ NILa|+|Ro|+4
x"y¢Im(L])
(er)EG( 1H{ y)}Lz>

R1,Rz

| > ’b> ‘L 51|R1>T1‘L2>52|R2 Tz‘ > ’k>

Rearranging, we obtain

[’Cy,b,L’lu{(x’,y) }R1,L,Ry

xYalb)g|LY)s, |L R R z)7|k)k, (33
bL/1L2I§;{2X kz N|L2|+|R2|+4 | >A‘ >B| 1>Sl| 2>SZ| 1>T1| 2>T2| >Z| >K ( )
yeIm(L}): (k, z)eG<L U{(fRyz)} Lz)
where X’ € [N],kq,kp, k3 € [N],Z1, € [N]‘dLél,ZR € [N]Ll]f;t| and we range over y at the end.
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The squared norm of Equation (33) is

Z Oy, b, L1 U{(xy)},R1,La,Ry |2

) NLa[+|Ra[+4

b,L1,Ly,Rq,Rp,x’

2R (1) (k2)eG (LSU{(x’,y)},Lz

1,R2

By Lemma 4.25, once (L], Lo, Ry, Ry, x', k, z) is fixed, there is either zero or at least N — g(t) values
of y that satisfy the condition, where g(t) = O(t) is some function guaranteed by Lemma 4.25. Let
BAD denote the set of tuples for which the latter case holds. We obtain

2

‘ Xy,b, LI U{(x"y)} Ry, Lo, Ry

Lﬁu{(x/,y)},L2> N/L2[+[Ro[+4

yé¢Im(L)): (k,z)eG (

b,(L/],Lz,R 1 ,Rz,x’,k,z) €BAD
1Rz

Now, we make crucial use of the condition implied by the premise (Equation (31)) to obtain

y ‘f Y Xy,b, Ly U{(x'y)},R1,Lo,Ry |2
ML R KDPAD i 1)) ey UL V1) VNILFRal2
1,482
1 2
- b(L!,Ls,R R’Za:c’ k,z)€BAD NIRRT ‘ L L Uf(x' FIB LU} R Lo ks 9
AR yeIm(L}): (k,z)séG( 1U{(fjgz)}/L2>

Using the Cauchy-Schwarz inequality and the definition of BAD to bound the number of y in the
sum, we can bound Equation (34) by

2

4

(O N
NI TR [+4 ~ | "y LiU{(x"y)} Ry L2, Ry

b,(Lj,Ly,Ry,Ry %' k,z) EBAD
y¢Im(L!): (k,z)¢G<L’1U{I£ y)},Lz>

x/
1Ra
Since we are summing over non-negative terms, by relaxing the constraints, we can bound it by

B (O N 2
N[ TRa[+4 | b LiU{(x"y)} R L2, Ry
b,L/l,Lz,R] ,Rz,X’,k,Z

y#Im(Ly)

By summing over (k, z), and noting that there are at most N |L2|+[Ra[+3 gy4ch tuples, we can bounded
it by

8(t) | 2

N b,L},Ly,Ry,Ra % y#Im(Ly)

‘Xy,h,L/l U{(«",y) },R1,L2,Ra

By substituting L = L} U {(x’,y) }, we obtain

g(t)
N ) Z Qy,b,L1,Ry, Lo, Ry
b,L1,Ly,Rq,Ry,y€lm(Ly)

- O(t/N)
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by the normalization condition of |¢).
Bounding F LAT, Xk S |¢). Recall Lemma 4.35. For any (y, L1, Ry, Ly, Ry), define the set

Pyiriak, = {(k 2): y ks € Im(L*))}.

By sampling k3 at the end and the union bound, it is clear that Py 1, r, 1,r, Occupies at most a 2¢/N
fraction of its universe. Thus, we obtain

IF* T X S|p) |12 < [FHTLXSS® ()| + | FH 12X (S — S*) ) |2
< ITLX5S* )2+ [|(S* — S)M<tlop

< O(Vt/N).
The first term is zero by the definitions of { Pr } and S°. The second term is bounded by Lemma 4.35.
This completes the proof of Lemma 6.2. O

Lemma 6.3 (Closeness of F1L’+ and F1R’+). For any integer t > 0,

[(XMFLXBS — SEFNTT<]lop = O(VE/N)
(XM FRYXRS — SEFI<y]lop = O(VE/N).

Proof. Let IT™(F 1) denote the projection onto the image of FF. For an arbitrary normalized state
|) on registers A, Sy, T1,S, T2 in the subspace of I1<;, we can decompose it as

) = IO ) + (id — T D) ).

We will show the following two bounds

(XM FEAXR S — SFEIT™ED )|, < O(VE/N) (35)
(XM M xRS — SR (id — TT™FD) | ¢) |, < O(VE/N) (36)

which then the first bound follows by the triangle inequality. Notice that F&*(id — TT™(F T )y =
0, so Equation (36) follows from Lemma 6.2. Hence, it remains to prove Equation (35). Since
T1m(F) ) is in the image of FL, there exists some state |¢) such that TI™F) ) = FE|¢). Now,

we bound Equation (35) by the triangle inequality as follows:
|(XAFLEXES — SEOITED )
=[|(X“ XSS — SET)E|9) 2
<[|X“ P X" SEL|g) - XN FHTEEXR S ) 2 (37)
+[|XOFYTFEXE S |g) — SETFE|9) o (38)
To bound Equation (37), we have

IXMFET XSS |g) — XM FMTFEXRS|9) 2
—=|| X" FEt X SEE ) — XM FLA xR X FLXR S| 9) ) (since X% Xk = id)
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=|| XM FLI X, (SEE — XBFLXRS)|9)2
< HXk] FL,‘kas . (SFlL — XkSFLXk]S)HgtHop

< ||I-“L'+||Op |[(SFE — Xk FLxh S MI<t]lop (since operator norm is submultiplicative)
<O(Vt/N). (by the fact that F* is a contraction and Lemma 6.1)

To bound Equation (38), we first expand the terms. By Lemma 3.10, we can replace F'FF with id
as follows:

(XM FLFLXRS — SEIEL) <t op
<|(XMFMTELXMS — XM XM St ||op + [|(XFI X5 S — SEFTFI) < op
<[ (FYFE —id) XM STy lop + || (id — Ff" F)TT<i]|op
<[|(F"F" —id)IT<st lop + | (id — Fy F{ )<t lop
<O(t/N).

This proves the first bound. The second bound follows symmetrically. O

6.3 Putting Things Together
Finally, we use the above lemmas to prove Lemma 4.37. We restate Lemma 4.37 for convenience.
Lemma 6.4 (Lemma 4.37, restated). For any integer t > 0,
e Forward query: |[(X®FXMS — SF)I<|op < O(Vt/N),
e Inverse query: [|(XMFTX5S — SF)I1|op < O(Vt/N).
Proof of Lemma 4.37.
Forward query. Recall the definition of Fi:
F =F-(id—-FR-F¥Y + (id — FF - FPY) - FRY
=F —F PR+ B —F L RTER
Similarly, we expand X% FX* in the following:
xtopxh =xbrt. (id — FRERY) XM 4 X5 (id — FEPRT) - PRYXN
:Xk3 FL Xkl _ Xk3 FLFR FR,'f Xk] + Xk3 FR,‘l’ Xk] _ Xk3 FL FL'+FR’+ Xk]
:Xk3 FLXkl _ (Xk3 FLXkl ) (Xkl FRXk3) (ng FR'+Xk1)
+ Xk3 FR,‘]’xk] _ (ng, FLXkl ) (Xkl FL,+xk3) (Xk3 FR'+Xk] )
By the triangle inequality, it suffices to bound each of the following terms:
(X<EX5S — SE) o
<[|(XSFEXBS — S op (39)
H(XRFEXR) (XMPRXR) (XRFRIXM)S — SEEF )< fop (40)
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+(XBERT XIS — SERNIT<||op (41)
[ (xR FExk) (xR PLE xR ) (X PRI XM S — SEEFIER T4y op- (42)

From Lemma 6.1, we can bound Equation (39) by O(v/t/N). From Lemma 6.3, we can bound
Equation (41) by O(v/#2/N). To bound Equation (40), by the triangle inequality, we have

[((X* PRk (XM FRXR ) (XBFRIXM)S — SEEFRF )Ty op
<[ (xR FExR) (XM ER Xk ) (XB FRIXF) S — (X FLXR) (XM FRXE) STy op
+ [ ((XRFEXR) (XM FR X ) SERT — (X LX) SERER <4 |op
+ (X PR X SERFYT — SEPFRFY <t op
<O(Vt/N)

where we use (i) that operator norm is submultiplicative; (i) that FL, FR are contractions; and (iii)
Lemma 6.3, Lemma 6.1, and Lemma 6.1, in order, for the colored parts. Similarly, Equation (42)
is at most O(t/ VN ) by Lemma 6.3, Lemma 6.3, and Lemma 6.1. Combining the above terms, we
obtain

[(XMFXMS — SF)<|lop = O(V/N).
This proves the first item of Lemma 4.37. The proof of the second item follows by symmetry. This
completes the proof of Lemma 4.37. O

7 Closeness of the Second Oracle: Proving Lemma 4.38

The high-level proof strategy is similar to that in Section 6, where we bound each pair of terms
separately. The main distinction is that a query to FX*F involves two calls to F, which makes the
calculation more intricate. We start by listing some helpful lemmas.

7.1 Closeness of PZL and FzR

Lemma 7.1 (Closeness of FL and FX). For any integer t > 0,

I(F*X®2FLS — SFi)Tl<t]|op = O(Vt/N)
[ (FRX*2FRS — SER)1<4||op = O(V/N).

Proof. Fix t € N, x € [N],L1,L; € Ré’tdi“, and R{,R, € Rggdi“. We start by calculating the
following states:

s, 11 Ry Lo Rs ) ASTK = FEXM2FES|x)a|L1)s, [R1) T, |L2)s, |Ro) T,

|10 Ry Lo Ro ) ASTK = SFy|x)a|L1)s, | R1)T, |L2)s, | R2)T,-

Computing |, 1, R, 1,,k,)- Expanding the definitions of S and FF, we have

|x)alL1)s,|R1)T,|L2)s,|R2)T,
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1 .
S Y Al UL ) RIS U RE) k) (by Lemma 4.34)
NIL2/+|Rz[+3 =,
G(RLRZ)
r ! (k1.k3) (ka2 (knks) (ko2
_— L13UL2LUXIZ/ R13UR2R k
NG R G(§L2) [2)al {2}l 17k
Ri,R
Z/¢I (L<kl}13)L2JL(kZZL))
(by Equation (1))
k 1 )
!FLXZ Z |y>A|L§k],k3) U Lgkz,ZL) U {(X,Z,), (Zl EBkZI )})S‘R k] k3) U R k2 ZR > ‘k>
NIL2|+[Ro|+5 ~
6(rR)
z' y¢Im(L, L k,3)UL£k2’ZL));
y#z’
(43)

where the last line is by Equation (1).

Calculating |¢y 1, r, 1, k,). Similarly, expanding the definitions of S and F}, we have

! k1 k Z ki k ka2
Wi PR X ALY U (Lo U {(x, ) }) B2 [REVS) U RESH) 1 10k
y¢Im(Ly)
(k, z)eG<L1 L%Lf{éf y)}>

(44)

Orthogonality. Consider distinct (x, L1, Ry, Ly, Ry) and (x/, L}, R}, L}, R} ). We claim that
° ’¢X,L11R1,L2,Rz> is Orthogonal to ’lpx’,L’l,Rﬁ,L;,R’)/
® [PxL1,R) Lo, ) is Oorthogonal to [P 1s r: 14 Ry)s
® |$x11,R, LR, ) 18 Orthogonal to [P 11 rr 11 ry)-

They together implies that |y 1, R, 1,,R,) — |Px,L1,Ry,Lo,R, ) 1S Orthogonal to |¢’x’,L;,R'1,L§,R;> — |<Px',Lg,Rg,L/2,R;>-
Thus, by Lemma 3.4, it suffices to maximize the norm over input states of the form |x)|L;)|R1)|L2)|R2).
To prove the claim, we define the operator

Z:="D"Flyae X2 F

extract extract

where the partial isometry FL,,. is defined in Equation (6). Note that Z preserves inner prod-
uct between the states under consideration. To see this, we may compute the states obtained by
applying 7 to them:

Y211, Ry Lo R ) (45)
L 1
=Fextract\ E |y>A/|Z/EBk2> ‘L (K1 ,k3) UL(kzzL U{(X,Z/)}> |R (k1,k3) UR (k2,Zr) > |k>K

v/ NILa2|+|R2[+5

(k2)e6(RR)
2 ygIm(L{1 L)),
y#z/
(by Equation (6))
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FL

L e X2 1 ko k ko, Z ko k ko2
: N‘L2|+|R2‘+5 Z ’Z/>A”|y>A’|x>A|L§ 1k3) UL£ZZL)>S’R§ 1k3) UR£ZZR)>T’1(>K
(2)<6 (k172

Z',yGEIm(Likl'I%) ULékZzL) ):
y#7
(by Equation (6))

D 1 /
= 2 1Z) arly) ar|x)alL1)s, | L2)s, |R1) T, [R2) T, |2) 2| K) K, (46)
L2 +1R2|+5
v/ NIL2|+[Ra |+ (k,z)eG(Ilgljﬁzz)

1
z’,yeélm(L;kl”%) ULgkz’ZL) ):
y#7

where the last line is by Definition 4.13 and noting that the state in the third line is entirely in
the domain of D. From the above calculation, it is clear that Z|iyr, r,1,r,) is orthogonal to
IWx’,L’l,Rq,L;,R’) whenever (x, L1, Ly, Ry, Ry) # (¥, L}, L}, R, R'7).

Similarly, we have

|(PX,L1,R1,L2,R2>

7 1 R R
= ) lzLi)ar[y)ar[X)alL1)s, [L2)s, |R1) T, | R2) T, 2L, i) 2, |ZR) g [K) K-
v/ N|L2[+|Rz |45 J¢TmiLs) 1 2 1 2 L R

(k2)€G (LI/L%UlfIgfy)})

ist y€Im(Ly)U{y}
(47)

Note that Z; is of length Im(|L,|) + 1. In the above expression, i € [|Im(Ly)| + 1] is the index such
that y is the i-th largest element in Im(L) U {y}; zp; is the i-th coordinate of Z;; and Z; _; is the
vector obtained by removing the i-th coordinate of Z;.

By rearranging, we can express it as

1 — —
NGRS ) |Z)ar[y)ar[xX)alL1)s, [L2)s, |R1) T, [ Ra) T, |Z1) 2, |ZR) 2 | K) K,

= Ly| R.
yeIm(Ly) k,z€[N] 2 €[N]}2] Zre[N]IR2:

i st ye€;Im(Ly)U{y}

2(iz) 5 Ll,Lzu{(X,y)}
(k,Z[‘ ,ZR)€G< R1,R,

(48)
where Z L(ZFZ) denotes the vector obtained by inserting z into the i-th coordinate of Z; and shifting
all subsequent coordinates by one.

Likewise, Z|¢x,1,,r, L,,k,) i orthogonal to Z|¢, 11 rr 1, r;) and T preserves the inner product be-

tween (1, Ry Ly k) AN [ 11 g 11, R )- THUS, |@x1, R 1R, ) 15 Orthogonal to |§u 11 ri 14 ky ) PrOving
Item 2. Finally, from the above calculation, we can easily conclude that Z|, 1, &, 1,8, is Orthogo-
nal to [y 11 i 11 ry) which imply that [ 1, r, 1,,r,) is orthogonal to [, 1+ r: 11 r;), proving Item 3.

Wrap-up. According to Lemma 3.4, it is sufficient to bound the maximum of

IWx,L1, R, Lo Rs) = 1,11, Ry Lo Ry ) |2
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overall x € [N],Ly,L, € Ré'tdi“, Ry, Ry € R%dis". From the above calculation, this is equivalently
reduced to bounding

1 Z14x11,Ry Lo, Ra ) — LI,y Ry L R 2
Finally, we use Lemma 4.29 to bound the number of terms in Equations (46) and (48) to obtain

IZ1$x00 Ry Lo Rs) — Llx,iy Ry LoRo) I3 = O(t/N).

This concludes the proof of Lemma 7.1. O

7.2 Closeness of FZL’Jr and FZR’Jr

Lemma 7.2 (Image Lemma for FF). For any integer t > 0 and any normalized state |) on registers
A, B, Sy, T1,S2, Ty such that Tl<;|p) = |¢) and F2L’+|l/)> = 0, it holds that

IFX*Slg) ]2 = O(VE/N).

Proof. Suppose |) can be written as

¥) = Y aypnoRr LR V) AID)BIL1)S, [R1)T, |L2)s, | Ro)T,,
b
Ll,Lzy,RLRz

where y € [N], Ly,L; € Ré’tdiSt and R{,R, € Rg}di“; recall that B is the adversary’s auxiliary
register, and b ranges from some finite set that we do not explicitly specify.

Zero condition. The premise implies that

0=FE""¢)aes,T5:T
=BT Y iRk [V)AID)BIL1)s, |R1) T, | L2)s, |R2)T,

yb
L1,L2,R1,Ro
1 .
=N Y @y Ry LR [ X)AID)BIL1) s[RI T [L2 \ {(x,¥)})s, |R2)T,-  (by Equation (4))
b,L1,Ly,R{,R
Gajely

By re-writing L, = L, U {(x, y)}, we obtain
1

N Y @R LU (o) LR ) AID)BIL) S, [R1) T, [LD)s, [Ra) T,
b
Ll,L;(,Rl,RZ
y¢Im(Ly)
1
= UN ). Yo @i R UL | 100AlB)BILY)S, [R1)T,[L3)s, | Ra)T,-
b Im(L,
Ll,Lf,Rl,Rz y#Im(Ly)

Hence, for any x € [N], b, and L; € Ré';mt, L) e Ré’tdjsf, Ry, R, € Rggdi“, it holds that

) Ry b, Ly Ry, LyU{ (x,y)},R, = O- (49)
y¢Im(Ly)
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Computing F'S|y). Next, we will compute FL'S|p). Firstly, by Lemma 4.34, we obtain

14 - =
|l/J> l£> Z M| > ‘b>B|L§klrk3) U Lgkz’zL)>5’R§k]’k3) U RékZIZR)>T’k>K-

v/ NIL2|+[R2|+3
yb,
L1,L2,Ry,Rp
Ly,Lo
(k2) €6 (g2

Before we move on to apply F., recall Equation (4). For the expression to be nonzero, it is nec-
essary that y ®© k3 € L(k1 k) L(k2 ), By Lemma 4.18, L(k1 %) and L(kZ’ZL) are disjoint. Therefore,

(x,y) must belong to exactly one of the following: (i) (x,y) € L(k1 3) , (1) (x,y) € Lgkz'ZL). Define
two projectors

I = )3 y)yla @ [L)L]s @ [k)(k]k,
(Lk): Gi,kz is decomposable

yEIm( Visolate(Gi,kz )UVsource (Girkz ))

I = ). y)yla @ |L)L]s @ [k)(K|k
(Lk): G} Lk, is decomposable
]/EIm(Vtarget(Girkz))

Thus, it holds that
FLAXkS|p) = FLITL XRS|p) + FLTLXBS|p).

By the triangle inequality, it suffices to the bound the norm of each term.

Bounding FL'TT; S|y). Recall Lemma 4.35. For any (y, L1, Ry, Lo, R»), define the set

Pyt Ruiaks = {(k,z): y € Im(L Uiz y1

2,source

By respectively sampling k3 and Z| at the end and the union bound, it is clear that Py, r, L, r,
occupies at most a 2t/ N fraction of its universe. Thus, we obtain

[FX LS [) ]2 < [FY LS [)]l2 + [[FMTT (S — S8*)[¢) |I2
< [TLS* )2 + [[(S* — S)<tlop
O(Vi/N).

The first term is zero by the definitions of { P, } - and S°®. The second term is bounded by Lemma 4.35

Bounding FLTILS|y). Using Equation (4), we obtain
FMT1LS|y)
Xy,b,L1,Ry,Lo,R ey k ko Z (k1ks) (k2,
= L el UL () DsIRY U RSk
bLiLoRy Ry, VNIL2IHIRe]
(c2)<6 (k)

(kp.21)
2,target

(xy)eLl
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By substituting L, = L, U {(x’,y)} and x = z;; © kp, where i is the index such that y €; Im(L}) U
{y}, we obtain

b,L1,Rq,L5U{(x",y)},R
Z y 1, 1/ Z‘Z 7@k2>A|b>
by, LR Ry VNEFD R+
¥ y¢Im(L})
Ly,L} U{(Yl/)}
(k,z)€G< RoRy

i st yeIm(L))U{y}
@ L U (L U {7, ) D®EN {21 @ ko ) Ds RV U REZR)) 1) .

By Lemma 4.20, the state is in the domain of the partial isometry D. Thus, by Equation (16), we
can instead calculate the norm of the following state:

D Xy,b, Ly, Ry, LyU{(x',y) },Ra
D, Y 2 |21, D k2)alb)B
bL1 LLRyRs N\L2\+\Rz\+5
x'y¢Im(L})
(k Z)EG (Ll LZU{(X /)}>
R1,Ro

i st yeIm(Ly)U{y}
@ Ly U{(X @ k1,21 @ k3)})s, [Ri)T | Lo)s, [Ra)T, 120, i) 7, |ZR) 2 [K) k-

We now apply the following sequence of partial isometries to simply the expression without
changing the norm:

Fextract X 3. sz
&y,b,L1,Rqy, LyU{ (¥ y) }.R , - .
Y PRLREL IR 21 k[ © K)alb)l L)y [Ro) s [L8)se R} v 21, )2 12 2 )i
bLi,Ly Ry, Ry NiHlrife
x y#Im(L)
(kZ)EG Ly, Lz%{(;y)}
i st yeIm(Lh)U{y}
Xk xh
_
b,L1,Rq,L5U R o o
y o LRl ) albslls, Rim L) R L )z ER) 2 Kk
b.Li Ly Ry Ry N'™
¥ y¢im(L})
(kz)eG Ly, LQU{(x y)}

R1,R;
i st yeIm(Ly)U{y}

(i+z)

By substituting g7 = Z; _;,z = z;,and Z;, = §; , we obtain
14 / /
y,b,L1,Ry, L U{(x"y) },R . .
Z \/1 \1L'7+|R [+5 : |Z>'L\,|X/>A|b>B|L1>Sl |R1>T1 |L/2>52|R2>T2|5]L>Z|_ |ZR>ZR|k>K'
b,Ly,LyRy,R; N2l
¥, y¢Im(L))

i sty eIm(Ly)U{y}
kq.e[N]2I 1, Zg, z€[N]:

S (i2) o L L (@]
(e (Mg )
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We may compute its squared norm:

, 2
Z NI R [+5 ‘ Z Ry,b, LRy, LyU{ (')} Re
b,Ly,L),Ry,Rp,x' y¢Im(L}):
K 7e[N]21, 25, ze [N i s.t.y €m(L))U{y}
7e2) 2 Ly, Lu{(xy)}
A

By Lemma 4.28, once (L}, Lo, R1, Ry, ¥', k, §, Zr, z) is fixed, there is either zero or at least N — g(t)
values of y that satisfy the condition, where ¢ (f) = O(t) is some function guaranteed by Lemma 4.28.
Let BAD denote the set of tuples for which the latter case holds. We obtain

Xy,b,Ly,Ry, LyUL(x'y) },Ro

1
NILa[+[Rz[+5

b,(Ly,LY,R,Ry,x" X, G1,Zr,z) €Bad yé¢Im(L)):

i sty edm(L))U{y}
(k) 2r)€G (Ll/k’%{g/{ R(f’”})
Now, we make crucial use of the condition implied by the premise (Equation (49)) to obtain
2
1
. NILS+Ra[+5 ‘ Ry,b,L1, Ry LyU{ (x' )} Re

b,(L1,L},Rq,Ro,x" K,1,Zr,2) EBa y¢Im(L}):
ist yeIm(Ly)U{y}

_(ic2) o Ly, Lyu{(xy)}
(k/fh ’ZR)€G< R1,Ry

Using the Cauchy-Schwarz inequality and the definition of BAD to bound the number of y in the
sum, we can bound it by

Z g(t) )
, = .\, NILal+[Ra|+5
b,(L1,L5,R1,R2, %' K, 41,2 2) €Bad,y¢Im(L5):

i sty €Im(Ly)U{y}

S(iez) o Ll,LQU{(X,y)}
(k/'h ’ZR)¢G< R1,R;

Xy,b,L1, Ry, LYUL ()}, Ry

Since we are summing over non-negative terms, by relaxing the constraints, we can bound it by

3(t) ’

NI HR+5 | wbLyuRuL UL y) ) Ro

b,L1,L},R1,Rp,x" K, q1.,Zr,2),y¢Im (L))

By summing over (k, 71, Zr, z), and noting that there are at most N L2l +IR2[+4 gych tuples, we can
bounded it by

g(t)
Y &

b,x',L1,L5,Rq,Rp,y¢Im(L})

y.b,Ly,Re, LyU{ (¥ )} Ra




By substituting L = L, U {(x’,y) }, we obtain

g(t) 2 ol/N
N ) Z lxy/brLerllLZ/RZ - (t/ )
b,Ly,Ly,Rq ,Rz,yElm(Lz)

by the normalization condition of |).

Lemma 7.3 (Closeness of F2L’+ and P2R’+). For any integer t > 0,

|(FX*X2FHAS — SEFI o = O(VE/N)
J(FRXRERAS — SERDI op = O(VETN).

Proof. Let 11'™m(E) denote the projection onto the image of Ff. For an arbitrary state |¢) in the
subspace of I1<;, we can decompose it as

) = Iy + (id — TIED) ).

We will show the following two bounds

I(FLXRFAS — SEFHIT™E) ) |, < O(VE/N) (50)
I(FL* Xk FLAS — SERY) (id — TI™(D) )], < O(VE/N). (51)

which then complete the proof by the triangle inequality. Notice that FZL’Jr (id — T1™(E)) = 0. Thus,
Equation (51) can be bounded as follows:

H (FL,+Xk2FLf+S — SF2L'+) (ld - HIIﬂ(FZL)) ‘llj> HZ
—||F-T xR FES (id — T ) |

<||IFL*S(id — TI™ED) )|, (by Lemma 3.3)
<O(Vt/N). (by Lemma 7.2)

Hence, it suffices to bound Equation (50). Since TT™(*: 2) ) is in the image of FL, there exists some
state |¢) such that [T™(2)|p) = FL|¢). Now. we bound Equation (50) by the triangle inequality

as follows:
[(FEIXRFLTS — SETIE) ) |,
=[|(F~* X2FYS — SBT)Ey )2
<||(FLA xR FLASEE — PR xR FLYFLXRFLS)|9) ] 2 (52)
+ ||(FLA xR FLA LR FLS — SEFTER)|9) |2 (53)
We use Lemma 7.1 and that operator norm is submultiplicative to bound Equation (52). Finally,

we use Lemma 3.10 to bound Equation (53) by replacing F/'F- and F,'E} with the identity. This
completes the proof. O
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We need the following corollaries for the next subsection. The structure of the proof is similar to
that of Lemma 7.3. We sketch the proof below and omit the details.

Corollary 7.4 (Closeness of FZLF2L’+ and F§P§’+). For any integer t > 0,
I(FYFS — SETRy)allop = O(VE/N) - and ||(FRER'S — SEXE )<t lop = O(VE/N).
Proof sketch. Let IT™ () |ip) = FL|¢). We will show that
FEFLASTI™ED) | 9) a0 SEFFEATT™E) [y).
For the left-hand side, consider the following sequence of hybrids:

FLEL* SHIm(FZL) |¢>
=FLFHSF )
~FLFLTFLX* FLS|¢) (SF} ~ FLX*2FLS by Lemma 7.1)
~FLXRFES|p). (Fy"'F} ~ id by Lemma 3.10)

For the right-hand side, consider the following sequence of hybrids:

SFYEy I ) [yp)
=SFFFyFE|¢)

~SEF|¢) (Fy"'F} ~ id by Lemma 3.10)
~FLXRFLS|p). (SF} ~ FLX*2FLS by Lemma 7.1)
This completes the proof. O

7.3 Putting Things Together
We use the above lemmas to prove Lemma 4.38. We restate Lemma 4.38 for convenience.
Lemma 7.5 (Lemma 4.38, restated). For any integer t > 0,

e Forward query: ||(FX®2FS — SE)I1<|op < O(t/VN),

e Inverse query: ||(F X F'S — SEf)I1<|op < O(t/V/N).

Proof of Lemma 4.38.
Forward query:. Recall the definition of F,:

B =F-(id—ER-FYY + (id — FE - R R
R N R R N I sl (54)

We expand FX®2F in the following way:

F-X2.F

53



_ (FL +(id — FL . FR — FL . L) 'FR,’r) . xke . (FR,+ +FL.(id — FR* . FR _ pLt. FR,+)>
A B
= FLxRpRY 4 FLXRB + AX*FRT + AB.

Here, the term AB can be viewed as a negligibly small error. Since there is F** X*FL in the mid-
dle of AB, its operator norm is at most O(t/+/N) by Lemma 3.12. Thus, it suffices to show the
closeness of the remaining terms. We expand and arrange them in the following way:
FExRpRY 4 FLX*2B + AXR PR
:FL sz FL o FL sz FL FR FR,‘l’ T FR'+Xk2 FR,‘l’ . FL FL,‘l'FR,‘]' sz FR,‘l’
_ PL sz FL FL,TFR,T + PL (ld _ PRPR'+)Xk2 FR'+.
In what follows, we will show each term in the second line is negligibly close to a corresponding

term in Equation (54) in operator norm, and both terms in the third line have negligibly small
operator norms. Concretely, we have the following claims, which together imply the lemma:

1. |[(FEXRFLS — SEN)I<|lop < O(Vt/N)

2. |[(FEX*FLFRERYS — SEFFRES M TI<y]lop < O(VE/N)

3. [|(FRAXRFRAS — SEF )<y op < O(VE/N)

4. ||(FLFMERYXRERYS — SEEF ER N TTy]lop < O(VE/N)
5. |FLX*2 FLFLAFRASTI o4 ||op < O(t/V/N)

6. ||[FL(id — FRFRM) XR FRISTI||op < O(V/t/N)

Items 1 and 3 immediately follow from Lemmas 7.1 and 7.3, respectively. To prove Item 2, we use
the following sequence of hybrids to sketch the proof:

FLxkFLERFRYS
~FLXR FLSEREY! (FLFRFRYS =~ SERES by Corollary 7.4)
~SEYERERT. (FLX*FLS ~ SF} by Lemma 7.1)

Item 4 can be proven in a similar way using Lemma 7.3 and Corollary 7.4. To prove Item 5, we

use a similar idea as in the proof of Lemma 7.3. Suppose TT™(" 2) ) = EX|¢). We can bound it as
follows:

HFLszFLPL,+FR,+SHIm(FZR) |¢> B
=|F* X2 F FMTERTSES |9) 12

<||FEx*2 FLFLAERAER X FRS|9) (|, + O(VE/N) (SER ~ FRX*®2FR by Lemma 7.1)
<||FEx*2 FLFLA Xk FRS|¢) ||, + O(V//N) (FRYFR ~ id by Lemma 3.10)
<||F~* X% FR||op + O(VE/N) (by Lemma 3.3)
<O(t/V'N). (by Lemma 3.12)
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To prove Item 6, we use the same decomposition on |¢) and obtain:

HFL(id _ FRER*Y xk pRY gTTIM(EY) 19) |2

<||FL(id — FRFRN) X FRAERXEFRS|9) 2 + O(VE/N)  (SER ~ FRX*FR by Lemma 7.1)

)

=||Ft(id — F*FT) X2 FRTSEYg) 2
)
)

<||FE(id — FRFRYERS|¢) ||, + O(Vt/N) (FR*FR ~ id by Lemma 3.10)

<O(Vt/N). (FRYFR ~ id by Lemma 3.10)
This completes the proof. ]
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A Path-Recording with Independent Left and Right Operators

For the strong path-recording isometry defined in [MH25], the left (resp. right) isometry V' (resp.
VR) outputs strings y (resp. x) that are in in the image (resp. domain) of both the left and right
relation states in the purifying register. In our case, however, it will be easier to work with a
similar pair of isometries that only look at their own relation state, as opposed to both relations
taken together. In this section we define a pair of new isometries, F- and FR that are independent
of each other.

A.1 Closeness to the Path-Recording Isometries

Lemma A.1. For any integer t > 0,

t(t+2) tH(t+2)
N .

H(VL_FL)HStHOp < N

and H(VR — FR)HgtHop <

Proof. Consider an arbitrary (normalized) state in the support of I1<;

[P)asT = 2 a1, r|IX)A|L)s|R)T,

x,L,R

where a, ; g = 0 whenever |L| or |R| > t. Then we expand out

VE[)asT = ¥)alLU{(x,)})s|R)T, and
x;R VN = [Im(LUR))] yeéln%UR)

FLl$) as 2"‘*” Y alLU{(xy)})sIR)T.

xLR yeﬂm( )

Subtracting,

(VE=F5)[¢)ast

1 1
= Oy L X, R —
ng ,L,Ryem%UR)MA! U{(x,y)})sl >T<\/N—ylm(LuR)\ \/N>
|v)
1

ST RS |y>ALU{<x,y>}>srR>T<—m).

x,L,R y€eIm(R)\Im(L)

|w)

Note that |w) and |v) are orthogonal, since |v) is a superposition of states |y)|L')|R) where y
appears exactly once in Im(L") and does not appear in Im(R), while |w) is a superposition of
states |y)|L")|R) where y appears exactly once in both Im(L") and Im(R). Thus,

|t = ][, = Golo) + wolo).
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Bounding (v|v). Similar to [MH25], by changing the order of summation, we can rewrite |v) as

' 1 B 1
—y§R|y>|L>|R> (X,ZL): Xx,L,R <\/N—|Im(LUR)\ \/N> ,

L'=Lu{(xy)},
y&Im(LUR)

and thus

1 1
“"”_ER Py “"’L'R<¢N—rlm<wmr_m>

L'=Lu{(xy)},
y&Im(LUR)

2
1 1
< \l’éx,L,R\z . ( — ) ,
y,LZ’,R (X,ZL:) (X,ZL:) \/N - |Im(L U R)| \/N

L'=LUu{(xy)}, L'=LU{(xy)},
y&Im(LUR) y&Im(LUR)

where the last inequality is by Cauchy-Schwarz. We can bound the summand by writing

y ( 1 _1)2: y (f \/N—|ImLUR)|>2
(x,D): VN—[m(LUR)[ VN (x,L): Vv N(N — [Im(LUR)])

L'=Lu{(xy)}, L'=LU{(xy)},
y&Im(LUR) y#Im(LUR)

m(LUR)|
= (X,ZL): <\/N —|ImLUR)\)>

L'=Lu{(xy)},

y#Im(LUR)
(since \/a — Vb < Va—bwhena > b > 0)
- ¥ Im(LUR)|
oy N(N — [Im(LUR)|)
L'=LU{(xy)},
y#Im(LUR)

(IL|+1) - Im(LUR)|
= N(N—|Im(LUR)])

where the last inequality uses the fact that for any fixed L’, there are at most |L| + 1 choices of
(x,L) that can satisfy L' = LU {(x,y) }. Thus,

(JIL|+1) - Im(LUR)|

v|v) < . Ky 2

(olo) < N(N — [Im(LUR)]) y,;R (XZL:) o8]
L'=Lu{(xy)},
y#Im(LUR)
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_ (L] +1) - [tm( LUR

Y Jag el (Z 1(y §ZIm(LUR)))

( - ‘Im(L U R x,L,R y€[N]
LI4+1)- Im(LUR L|+1)-|Im(LUR
_ L+ fim( >'-z|ax,L,R|2=<" ) im(LUR)|
N x,L,R N

Bounding (w|w). We know that

\w>=;% YIRS Y awr

v(L.R) (x,L):
L'=Lu{(xy)}
y€Im(LUR)\Im(L)
Then
2
1 1 2
(w|w) = N ) ) AxLR| < N ) |0 LR
y,(L',R) (x,L): y,(L',R) (x,L):
L'=Lu{(xy)} L'=Lu{(xy)}
y€Im(LUR)\Im(L) yeIm(LUR)\ m(L)
== Y |aeirl ) 1] < i |k |* = i
N x,L,R y€Im(LUR)\Im(L) N x,L,R N
Hence, it holds that
(Vv — P fop < /12
By a symmetric argument, we have
VR~ F1cp < 2 0

We have the following corollaries.

Corollary A.2. For any integer t > 0,

H(t +2)
-

t(t+2
[V — P < 1/ 2

and [[(VE" = FRNIT<ylop <

Proof. Using the fact that || Al|op = ||A"||op for any operator A, we have
I(VET = FYOT et lop = [ITT<t(VE = F5)[lop.

Next, since applying VL and FL only increase the size of each relation on the register S by one, we
have

[T, (VE — F8) = (VE — FD)IT4; 4.

Finally, the desired bound then follows from Lemma A.1. The second bound follows by the same
argument. O
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Finally, we have:

Lemma A.3. For any integer t > 0,

(E+2)(t+4)

||(V_F)H§t||op SS N

Proof. Recall the definitions
V=vl (id-VR. VRN 4 (id- VL. VEN) . VRT and F=FL.(id — FR-FRY) 4 (id — FE. FLY) . FRT,
By the triangle inequality and the above expression, we have
mv—mnqu
<Jws-rom

+H VLVRVR+ FLFRPR+)H<t

op
+ H VR,+ . FR'+)H<t
op

+ H (VLyLAyRY _ pLELYERAYT,

op

We will bound each term in the rest of the proof. From Lemma A.1 and Corollary A.2, we can
bound the first term and the last term by

tH(t+2)

H(VL_FL)HStHOp < N

and H(VR'Jr - FR'JF)HStHoP <

tH(t+2)
N

Next, by the triangle inequality, we can bound the second term by

|| (VLvRvR,'I' _ FLFRFR'.r)HSt ||Op

S H(VLVRVR'+ _ FLvRvR,‘f)HStHOp + H(FLVRVR’-]- o FLFRvR,‘f)HStHOp + ||<FLFRVR'+ o FLFRFR,‘f)HStHOp

= (V! = F) VRV TLclop + | FH(VE = FOFRVE Ty lop + [ FRER (VAT — FRT)I<y|op.

Since applying VR and FR can increase the size of the relation by at most one, while applying V;
and F]; never increases it, we can bound the above sum as follows:

< (VE = FOYT<pq VRVR I | op
+ [[F <2 (VR = PR < PRI VR T2t fop
+ || PP <o FRTT g (VR — PRIy op
< [(VE = FYYTT<pi1lop
+ [[F T <rs2]lop - (VR = FR)<ria]lop - [[F Tt lop

+ [ F*TL<rsallop - | FRT<re op - [ (V" = FRF)II<lop
submultiplicity of operator norm
(by submultiplicity of op )
(t+2)(t+4)
— N
(by Lemma A.1, Corollary A.2 and the fact that F- and FR are contractions)

Similarly, we can bound the third term by

(E+2)(t+4)

||(VLvL,1'VR,‘|' _ FLPL,TFR,T)HStHOp S 3. N
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Collecting the bounds, we have

t4+2)(t+4
(VP < 8- LE2EEY
as desired. O
Using a symmetric argument, we also have:
Lemma A.4. For any integer t > 0,
t4+2)(t+4
(V! = F) T op < 8- L2,

Lemma A.5. For any adversary A that makes t forward queries and t inverse queries,

H |AFF ) agsT — ‘AV'V+>ABSTH2 = O( i)

Proof. The lemma follows from Lemmas A.3 and A.4 and a sequence of hybrids that replace query
to F with V one-by-one. O
A.2 Missing Proofs in Section 3.4

Lemma A.6 (Lemma 3.10, restated). For any integer t > 0,

[(FEYFE —id)TT<y|| < t/N and  ||[(FRTFR —id)TI| < t/N

Proof. For any x,y € [N],L € RTdst R € RP-dist such that |L| + |R| < t, from Equations (4)
and (5), we have

N —[L| N — [R]

FEP-PE-[x)alL)s = = - [x)alL)s and  FR"-F- [y)aR)r = —— - [y)alR) -
Therefore, by Lemma 3.3, we have
LtrL _ - _ L]t
[(F¥F" —id)I1<|] =T N TN
The second bound follows from the same argument. O

We require the following fact, which is a consequence of [MH25, Definition 37, Claim 22, Equa-
tions (11.22) and (11.26)].

Fact A.7. There exist operators EF and ER that satisfy

e Foranyt > 0, it holds that

I(VE = EN)l<llop < /t(t+2)/N and [|(VE — EX)I<tllop < \/H(t+2)/N.
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e Forany {,r > 0 such that { +r < N, it holds that

El%,r'E(%:: ) (H€+1s H m H€+1,S>®Hr,T/ and
ie[0+1]

Eé{r ER+ Y s ® <Hr+1T HATr+1) 'Hr+1,T)-
ie[r+1]

The operators EL and ER satisfy the following property.

Lemma A.8. For any integer t > 0 and any unitary U acting non-trivially on the register A,

IEMUE <iflop < 4/t(t+1)/N and ||E¥TUEMI<iflop < 4/H(t+1)/N.
Proof. By Lemma 3.4, we have

|IERTUEMT< |3, = max ||ES

L 12
0<lr<t (+1r— IUEf,rHOP‘ (55)

We next bound the squared operator norm in the following. Using the fact ||AH%,]P = [|AAY|op =
|ATA||op, we have

(55) = max HE,,+1 ,_UEf, - EfTUYER, ) lop
< B2, %ﬂ B (Menas T Ty Tas ) U7 B | - 59
Since U only acts non-trivially on the register A, we simplify the notation as follows:
(56) = A ie{;ﬂ EN - Ua® s - HA s RTL,1- UL @ Tpys - ERyq, g ; (57)

Using the facts that || AA||op = ||ATA||op and HEP s ® I, 7 is a projector, we have
Yz

(57)
Rt
= o%a)ét HiPsR"“ @I,7 UL @145 - Eﬁu 1 B, Ua® 1l H m QI 1
r E[ﬁ“rl] Y,i op
< max H,'i"s’jM @Iy - Up @ Mpys - TR U @ s - T s ® Ty (58)
ic[(+1] i f op
jelr]
Thus, we have
1 EPR
58) = I1 ll -U_y - 11
(58) Og}?r)étie[;rl] N2 || sl [+1) Q1L - ) ﬁ+1 Tx] S\Syzlﬂ T;i rT o
jelr]
(C+1)r (t4+1)t
< = .
Soglost N2 N2
This completes the proof. O
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Lemma A.9 (Lemma 3.12, restated). For any integer t > 0 and any unitary U acting non-trivially on
the register A,

|FEPUFRTI<||op < 34/t(t+2)/N and |[FRTUFMI<||op < 34/t(t+2)/N.

Proof. It immediately follows from Lemmas A.1 and A.8 and fact A.7 together with the triangle
inequality. O

Lemma A.10 (Lemma 4.35, restated). Let {Pr}+ be collection of sets where the index T ranges over
(v € [N], Ly € RTdist, Ry € RPdist [, € RTdist Ry € RP-dist) gnd P C [N]? x [N]IL2l x [N]IRl,
Define the operator

S*: |y)alLl1)s,|Ri)T,|L2)s,|R2)T,
1

S a e L I UL R U RS k.
v/ NIL2|+|Ra[+3 L1,Lo
(2) G (112 )

(,2)EPy,L) Ry Ly Ry

If there exists 6 > 0 such that for any T,

Ly,Ly
‘,Py,Ll,RLLz,Rz naG (Rl,R2> ‘ 5
NIL2|+[Ra|+3 -

then
HS. - SHOp = \/5

Proof. For any normalized state |i) = Zy/LllerLZ/RZ ay,Ll,Rl,L2,R2]y>A|L1>sl]R1>T]|L2>52\R2>T2, we
have

. Xy,Ly,Ry Lo R (ky k3) k (kks) ka2
S =Syl = | X Ry ) G LRI U RS
yLlRleRz 2
(kz)eG(Ll LZ).

(k2)€Py 1y Ry 1y, Ry

By Lemma 4.20, we can instead apply D to the state and bound its squared norm as follows:

2
Qy, Ly, Ry, Lo R L
H Y. e ‘Z \]+|I§ ‘;|3/>A|L1>Sl|R1>T1|L2>SZ|R2>T2|ZL>ZL|ZR>ZR\1<>K
y,L1,R,La,Ro Nlt2[+1R2 2

Ly,Lp
(kz)eG( ,2).
(k2)EPyL1 Ry Ly.Ry

= X )3

y,L1,Rq,L2,Ro (kz)€G (l%h%i) :

(k2)EPy, L1 Ry Ly Ry

Xy,L1,Ry,Ly,Ro

v/ NIL2|+[Ra|+3

L1,L
‘Py,LllleszRz NG (Ri,Rzz) ‘

= Z |“y,L1,R1,Lz,Rz B NIL2|+|R2|+3
¥.L1,R1,L2,Ry
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Lq,L
< ‘P%LllRl,Lz,Rz NG (Rl,Rzz) ‘
max
" yLi,Ry Lo, Ry NIL2|+|R2|+3
< 4. u

B Missing Proofs in Section 4

B.1 Proof of Lemma 4.20

Lemma B.1 (Lemma 4.20, restated). For any Li,L, € RIdist R, R, € RD-dist every tuple in
G ( I’gil% ) satisfies all conditions in Lemma 4.18 and is therefore robustly decodable.

Proof of Lemma 4.20. Recall Definition 4.19. For convenience, we color the conditions according
to the properties they enforce in the following definition: distinctness, disjointness, and no extra
ko-correlated pairs.

1. ki ¢ (Dom(L1) @Dom(Lz)) U (Dom(Rl) @Dom(R2)>

N

ko ¢ (((Dom(Ll) @k1> UDom(L2)> > <(Im(L1) @ks) UIm(L2)>>
U <<(Dom(R1) @k1> UDom(R2)> ® <(Im(R1) @k3> UIm(R2)>>
3. ks ¢ (Im(Ll) EBIm(Lz)> U (Im(Rl) @Im(Rz))

4 7 € N2 and 7 € [N]R2

Q1

. {ZL} and (Im(Ll) &) k3> UIm(Ly) U (((Dom(h) &) kl) U Dom(L2)> &) k2> are disjoint.

(o)

. {Zr} and (Im(Rl) @ k3) UIm(Ry) U <<(Dom(R1) ® k1> U Dom(R2)> ® k2> are disjoint.

Each condition can be verified directly. O
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